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ABSTRAK 

Judul : Implementasi Kriptografi dengan Metode AES 128 Untuk Mengamankan Dokumen 

Data Pelanggan Berbasis Web Pada PT Quantum Tera Network 

PT. Quantum Tera Network merupakan perusahaan yang berkecimpung dalam bidang 

jasa internet. PT. Quantum Tera Network mempunyain banyak file dokumen yang bersifat 

rahasia, yang tidak boleh diketahui oleh pihak yang tidak berkepentingan. Penelitian ini 

berfokus pada isu keamanan data file, yang mencakup data pelanggan, data teknis 

pembangunan, serta data perawatan jaringan. Salah satu pendekatan yang diusulkan untuk 

meningkatkan keamanan data adalah dengan menerapkan metode enkripsi menggunakan 

algoritma kriptografi AES-128. Algoritma AES-128 dipilih karena tingkat keamanannya yang 

tinggi dalam melindungi informasi sensitif. Implementasi dari penelitian ini diwujudkan dalam 

bentuk aplikasi berbasis web yang dikembangkan menggunakan bahasa pemrograman PHP 

dan database MySQL. Aplikasi ini memungkinkan pengguna untuk mengenkripsi file data 

sensitif, di mana hanya data yang telah dienkripsi yang dapat didekripsi kembali oleh staf yang 

berwenang di Quantum. Tujuan dari pembuatan aplikasi ini adalah untuk memberikan 

perlindungan ekstra terhadap data rahasia, sehingga mengurangi risiko akses oleh pihak yang 

tidak berwenang. Pengujian aplikasi dilakukan dengan melakukan proses enkripsi dan dekripsi 

pada file dengan format .txt, .docx, .doc, dan .xlsx. 
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