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Abstrak- Penelitian ini Membahas tentang pengamanan data pada SMK Yadika 4 yang mempu4ll masalah local terkait
penyimpanan file yang tidak adanya pengamanan khusus memungkinkan pencurian file karena file tersebut bisa diambil oleh
orang lain yang memiliki akses terhadap file tersebut. Dari masalah tersebut penelitian ini bermaksud untuk mengamankan

ormasi, salah satu teknik mengamankan file adalah teknik kriptografi, oleh karena permasalahan yang ada peneliti membuat
aplikasi yang dapat menjaga kerahasian informasi dan aplikzd(ang dimaksud adalah aplikasi kriptografi berbasis web pada
SMK Yadika 4. Pada pembuatan aplikasi ini menggunakan Kriptografi algoritma Rive.smde 4 (RC4). Aplikasi dirancang
menggunakan visualisasi UML (Unified Modelling Language) dan dikembangkan dengan bahasa pemograman PHP dan Mysql
sebagai database. Hasil Pengujian pada penelitian ini menggunakan pengujian blackbox dengan hasil lama waktu proses
enkripsi dan hasil lama waktu proses dekripsi serta hasil dari pengujian aplikasi yang sesuai dengan harapan penulis.

Kata Kunci: Kriptografi, Rivest Code 4, SMK Yadika 4

IMPLEMENTATION OF FILE SECURITY USING RIVEST CODE 4 (RC4)
AT SMK YADIKA 4 TANGERANG

Abstract- This study discusses data security ar Yadika 4 Vocational School which has local problems related to file storage
in the absence of special security allowing file theft because the file can be retrieved by other people who have access to the
file. From this problem, this study intends to secure in_ﬂfn'nmtiunnw af the technigues for securing files is cryptography,
because of the problems that exist, researchers create applications that can maintain the confidentiality of information and the
application in question is a web-based c‘r)‘pmaphy application at SMK Yadika 4. In making this application using Rivest
Code 4 (RC4) eryptography algorithm. The application is designed using UML (Unified Modeling Language) viswalization
developed with PHP and Mysql programming languages as damba.rest results in this study using blackbox testing
with the results of the long time of the encryption process and the results of the length of time the decryption process and the
results of application testing are in accordance with the author's expectations.

Keywords : Cryptograpy, Rivest code 4, SMK Yadika 4

1. PENDAHULUAN

Perke mbangan teknolo gi informasi terbukti telah mebantu banyak orang dalam berbagai aspek kehidupan[1],
[2]. Keamanan penyimpanan dan pengiriman data file merupakan sangat penting, terlebih lagi jika pesan yang
disimpan sangat rahasia[3]. Namun saat ini keamaanan data atau informasi sering terancam kerahasiaannya oleh
pihak bersangkutan yang tidak bertanggung jaw ab yang mencari data atau informasi kepentingan pribadi. Menjaga
kerahasiaan keamanan file dan untuk mengurangi resiko terjadinya pencurian data dapat dilakukan dengan
menggunakan kriptografi.

Penelitian yang relavan pada penelitian ini pernah dilakukan oleh penelitian sebulumnya, yaitu Penelitian
yang dilakukan oleh [4]pada penelitian tersebut bertujuan mengamankan dokumen, [5] pada penelitian ini peneliti
bertujuan untuk mengamankan data pada produk benih sayuran, [6] telah melakukan penelitian pengamanan pada
data Aristektur [7] pada penelitian ini bertujuan untuk mengamankan email pada PT. Vepro Nusa Persada dan [8]
pada penelitian tersebut bertujuan untuk mengetahui perbedaan RC 4 dan RSA pada Keamanan E-Dokumen.
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Pada penelitian RC 4 sebelumnya telah dibuat sebuah Aplikasi dengan menggunakan desktop dan hanya
bisa digukanan menggunakan komputer[7]. Perbedaan penelitian ini dengan sebelumnya adalah aplikasi yang
dibuat oleh peneliti yaitu aplikasi berbasis web yang dapat digunakan di device apa saja dan dimana saja.

Berdasarkan hal tersebut, maka penulis bermaksud mcmblmaplikasi berbasis web untuk mengamankan
file pada SMK Yadika 4 dengan tujuan dapat mengenkripsi file agar tidak bisa di baca oleh orang lain selain
pemilik file dan Mendekripsi file untuk mengembalikan file dalam keaadan asli tidak adanya perubahan serta

sharapkan meningkatkan keamanan pada SMK Yadika 4.

2. METODE PENELITIAN
2.1. Data Penelitian

Data yang akan digunakan penelitian ini adalah soal ujian, dan nilai-nilai siswa-siswi yang dimana data
berupa dokumen SMK Yadika 4. Sumber data diambil secara langsung oleh peneliti kepada sumbernya yaitu Tata
usaha SMK Yadika 4 dengan cara menanyakan kepada sumber asli secara langsung melalui Tata Usaha SMK
Yadika 4 . Data yang didapatkan sebagai proses uji coba pengamanan {ile menggunakan metode Rivest Code 4
(RC 4).

Table 1 Data Penelitian

NO Nama File Ukuran File
(byte)
1 NILAI TUGAS HARIAN 11 tkj 1 xIsx 12895
2 NILAI TUGAS HARIAN 12 tkj 2 xIsx 12888
3 anika MTK ( X ap-tkj) =.docx 43524
4 arga Eko Binis X ak ap .docx 53086
5 arga IPA X ak.ap.docx 37935
6 armin Agama Kristen X.docx 36972

2.2. Penerapan Metode

Metode penelitian digunakan sebagai langkah dalam melakukan penelitian afffJhasil yang akan dicapai tidak
menyimpang dari langkah yang telah dilakukan sebelumnya. Tahapan penelitian pada penelitian ini dapat dilihat
pada gambar 3.1 berikut :

Pengumpulan data
Proses Penerapan Kriptografi

Pengujian Dan Analisis Pengujian

Gambar 1. Penerapan Metode
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a. Pengumpulan Data
Pengumpulan data dilakukan dari hasil wawancara dan observasi dengan pihak sekolah dengan tujuan
mendapatkan data yang dibutuhkan dalam penelitian ini.
b. Proses Penerapan kriptografi
Setelah melakukan pengumpulan data, maka dilakukan proses penerapan proses kriptografi
menjelaskan tahap lmempk;m metode RC4 pada proses pengamanan file. Pada tahapan ini dilakukan :
1. Menentukan file untuk melakukan proses enkripsi dan dekripsi
2. Pada proses enkripsi file memasukan kunci enkripsi untuk dapat melakukan proses mengubah file yang
akan dienkripsi, file akan diubah &njadi tidak bisa dibaca (ciphertext).
3. Pada proses dekripsi memasukan kunci dekripsi yang sama dengan kunci enkripsi untuk dapat melakukan
proses mengubah menjadi file yang dapat terbaca kembali (plaintext).
¢. Implementasi
Setelah melakukan proses penerapan kriptograli maka dilakukan Implementasi sistem. Pada proses
implementasi dilakukan pembuatan langkah — langkah atau panduan dirancang dalam tahap perancangan ke
dalam bahasa PHP (Pemograman). Perangkat lunak yang dilakukan untuk pengamanan dokumen
menggunakan bahasa pemograman PHP dan menggunakan MySQL[9]
d. Pengujian dan Analisis Hasil Pengujian
Pada tahap terakhir pada pengujian dan analisis hasil pengujian yaitu dilakukan dengan blackbox
testing, yaitu dengan menguji satu persatu fitur yang sudah dibuat.[10]

3. HASIL DAN PEMBAHASAN
3.1 Implementasi

Berdasarkan metode yang diusulkan pada bab sebelumnya yaitu menggunakan algoritma kriptografi Rivest
Code (RC4) untuk mengamankan file. Implementasi metode tersebut akan dijelaskan pada tahapan berdasarkan
inputan atau contoh menggunakan enkripsi dan dekripsi di aplikasi tersebut.

a. Enkripsi File
Enkripsi file dengan cara menginput form yang sudah di sediakan dan memasukan key pada form
tersebut pada key tersebut harus diingat pemakai karena saat dekripsi akan memakai key tersebut. Input file
enkripsi. Dapat diperhatikan pada Gambar 2 :
Krptografi = ']

o INPUT DATA

FILE

Tenkarg Input Tangga

Choose Fie | o fil " Upload

Gambar 2. Input Data Enkripsi
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Kemudian setelah user berhasil mengenkripsi, maka data yang di input akan masuk kedalam database
dan file g di pilih saat inputan form akan masuk ke folder file_encrypt. File sebelum Dienkripsi dan
sesudah di enkripsi. Dapat diperhatikan pada Gambar 3 :

i e
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Gambar 3. Sebelum enkripsi
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Gambar 4. Sesudah Enkripsi

Author 1 | https://senafti.budiluhur.ac id/index.php/senafti/index | Page 4




® e-ISBN 999-999-99999-9-9
Seminar Nasional Mahasiswa Fakultas Teknologi Informasi (SENAFTI)

® SEMINAR NASIONAL MAHASISWA Jakarta — Indonesia, dd mmmm yyyy
FAKULTAS TEKNOLOGI INFORMASI

Dekripsi File

Dekripsi file user akan mendekripsikan file yang sudah dienkripsi dengan cara mengisi kunci yang
sudah di masukan saat enkripsi jika salah dalam pengisian key file tidak akan terenkripsi.Form dekripsi dapat
diperhatikan pada gambar 4 :

. Kriptografi = [
Dashboard Form Dekripsi
FILE
Tentang Dekripsi File
Mama File Sumber ULANGAN HARIAN KELAS 12 docx
Marma File Enkripsi E790G-ulangan-harian-kelas- 12

anggal £

Keterangan File ulangan

Subenit

Gambar 5. Form Dekripsi
Kemudian setelah user berhasil mendekripsi, maka sistem akan mendekripsikan folder yang telah di

enkripsi dan folder yang sudah dienkripsi bisa di download. Hasil dekripsi dapat diperhatikan pada gambar
5:

t & 5 ThiPC 5 OSICH 5 Users 5 asus 3 Douwnlosds v B

AN KELAS 12doce

Cipbeand % s Purapach 3 st
o 4 1 ¥
4 ULANGAN HARIAN
- Kelas 12
1 Pilihan Ganda, Berikan tanda (x) Pada jawaban yang tepat!
n-
1. Lari gawang, estafet, 100 m, 400 m, 1200 m merupakan nomor atletik...

3. Lomgat
1

b. Lempar
i . Lari
.| d. Merayap
i

’
~

. Sebutkan macam macam cabang Atletik..

e —— B - ———— e -

Gambar 6. Hasil Dekripsi
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3.2 Pengujian

Pengujian pada kalsi ini menggunakan pengujian blackbox dan yang akan diuji adalah data yang diberikan

oleh SMK Yadika 4. Pengujian dilakukan dengan 2 cara yaitu dengan pengujian Enkripsi, dekripsi dan pengujian
Aplikasi.

a. Pengujian Enkripsi dan Dekripsi

Pada pengujian enkripsi dan dekripsi penulis menggunakan pengujian pada waktu proses melakukan

enkripsi dan dekripsi menggukanan waktu Milidetik pada suatu file yang diberikan pada tempat riset dan

diinput pada aplikasi. Dapat perhatikan pada grafik di bawah ini :

Pengujian Enkripsi dan Dekripsi

MILIDETIK
KILO BYTE

NAMA FILE

tu Dekripsi ~ ==@==Sjze Enkripsi

Gambar 7 Hasil Pengujian Enkripsi dan Dekripsi

Dari pengujian diatas dapat disimpulkan bahwa pengujian pada aplikasi kriptografi yang dibuat penulis
menggunakan file yang diberikan pada tempat riset dengan hasil pengujian waktu lama proses enkripsi lebih
lama dari pada waktu proses dekripsi dan makin besar ukuran file maka lebih lama juga waktu enkripsi dan
dekripsi.

b. Pengujian Aplikasi
Pengujian pada aplikasi ini peneliti menggunakan metode blackbox untuk menguji aplikasi.
Dapat diperhatikan pada tabel di bawah ini :

Tabel 1. Pengujian Aplikasi
No Skenario Pengujian | Hasil Yang Diharapkan | Hasil Pengujian

1 | Admin Mengisi | Tampil Halaman Menu Sesuai Harapan
Form Login

2 | Memilih menu | Tampil form enkripsi Sesuai Harapan
enkripsi
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3 | Mengisi form | Tampil halaman hasil Sesuai Harapan
enkripsi dan memilih | proses enkripsi
file yang akan di
enkripsi

4 | Memilih menu data | Tampil data file yang | Sesuai Harapan
file sudah di enkripsi

5 | Didalam menu data | Tampil menu form | Sesuai Harapan
file dapat memilih | dekripsi
button dekripsi untuk
melakukan dekripsi

6 | Mengisi form | Tampil halaman hasil | Sesuai Harapan
dekripsi dengan key | proses dekripsi
yang sudah di
masukan pada form
enkripsi

7 | Memilih menu | Tampil halaman tentang Sesuai Harapan
tentang

8 | Memilih menu | Tampil menu login Sesuai Harapan
logout

4. KESIMPULAN

Pada aplikasi ini dapat menerapkan metode Rivest Code (RC4) dengan baik dan dikhusus kan untuk
mengamankan file dalam bentuk format *.xlIsx, *.docx, *.pdf, * pptx dan *.xt dan Aplikasi yang telah dibuat
terjamin keutuhan file pada saat enkripsi dan dekripsi maupun didekripsikan tanpa mengalami kerusakan atau

perubahan data.

Pada Pengembangan penelitian berikutnya diharapkan pengembangan sistem pengamanan file dengan format
selain * x1sx, *.docx, * pdf, * pptx dan *.txt tetapi dengan format audio, gambar, video dan Dapat menggunakan
2 algoritma untuk melakukan proses enkripsi dan dekripsi agar dapat lebih aman seperti menggunakan algoritma
kombinasi seperti algoritma kunci simetris dan kunci asimetris.
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