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Abstrak- Keamanan merupakan hal yang sangat penting untuk sebuah data, demi menjaga kerahasiaan informasi yang 
terdapat dalam basis data tersebut. Salah satu kasus penyalahgunaan data pribadi terjadi di dalam PT. Putri Maharani Medikal 

yang dimana perusahaan ini adalah perusahaan yang bergerak dibidang medis, yaitu terjadinya penyalahgunaan data untuk 

digunakan sebagai pinjaman online oleh orang yang tidak bertanggung jawab. Untuk itu sangat diperlukan pengamanan data 
agar data pribadi kita atau data yang bersifat penting tidak dicuri atau disadap oleh orang yang tidak bertanggung jawab. Banyak 

data yang bersifat rahasia dan tidak bisa di salah gunakan oleh pihak yang tidak berhak menggunakannya. Kriptografi 

merupakan seni dan ilmu untuk memproteksi pengiriman data dengan mengubahnya menjadi kode tertentu dan hanya ditujukan 

untuk orang yang mempunyai kunci untuk mengubah kode itu Kembali yang berfungsi untuk menjaga kerahasiaan data atau 
pesan. Algoritma RC4 adalah algoritma yang membangkitkan keystream yang kemudian di-XOR-kan dengan plaintext pada 

waktu enkripsi atau di-XOR-kan dengan bit-bit ciphertext pada waktu dekripsi. Hasil penelitian, aplikasi ini dapat 

mengamankan database yang berisikan data pasien dan file penting.  

Kata Kunci: kriptografi RC4, PT. putri maharani medikal, data  

 

IMPLEMENTATION OF RIVEST CODE 4(RC4) CRYPTHOGRAPHY 

ALGORITHM AT PT. PUTRI MAHARANI MEDIKAL 
 

 

Abstract- Security is very important for a data, in order to maintain the confidentiality of the information contained in the 

database. One of the cases of misuse of personal data occurred in PT. Putri Maharani Medikal, where this company is a 

company engaged in the medical field, namely the misuse of data to be used as online loans by irresponsible people. For this 
reason, data security is very necessary so that our personal data or important data is not stolen or tapped by irresponsible 

people. A lot of data is confidential and cannot be misused by parties who are not entitled to use it. Crypthography is the art 

and science of protecting data transmission by converting it into a certain code and is only intended for people who have the 

key to change the code. Back which serves to maintain the confidemtiality of data or messages. The RC4 algorithm is an 
algorithm that generates a keystream which is then XORed with plaintext at the time of encryption or XORed with bits of 

ciphertext at the time of decryption. The results of the study, this application can secure a database containing patient data 

and important files. 

Keywords: crypthography RC4, PT. putri maharani medikal, data 
 

 

1. PENDAHULUAN 

Keamanan adalah hal yang cukup penting untuk sebuah data dalam bentuk file demi menjaga kerahasiaan 

informasi yang terdapat dalam file tersebut. Untuk itu sangat diperlukan pengamanan data agar data pribadi kita 

atau data yang bersifat penting tidak dicuri atau disadap oleh pihak yang tidak bertanggung jawab. 

Kriptografi adalah salah satu solusi atau metode pengamanan data yang cukup tepat untuk menjaga 

kerahasiaan serta keamanan informasi, dan juga dapat meningkatkan keamanan suatu data ataupun informasi. 

Diterapkannya metode ini agar informasi yang bersifat rahasia yang akan dikirim melalui suatu jaringan, seperti 

dalam jaringan Internert ataupun LAN, tidak dapat diketahui atau disalahgunakan oleh orang atau pihak yang tidak 

memiliki kepentingan di dalamnya[1]. 

Pada dasarnya data rahasia perlu disimpan atau disampaikan melalui suatu cara tertentu agar tidak diketahui 

oleh pihak asing yang tidak berhak. Dan untuk mengatasi masalah tersebut maka terciptalah ilmu kriptografi[2][3]. 

Seiring dengan perkembangan teknologi, tidak hanya perangkat keras dan perangkat lunak saja namun sistem 

keamanan data juga semakin berkembang. Pada saat ini sering terjadi pencurian data yang disebabkan kurang nya 

sistem keamanan data pada file. File dokumen yang bersifat rahasia tidak boleh diketahui pihak luar karena akan 

menimbulkan kerugian materi. Untuk mengamankan data tersebut menggunakan Rivest Code 4 (RC4), karena 

metode ini menghasilkan ukuran Panjang karakter kunci (ciphertext) yang sama dengan pesan aslinya (plaintext). 
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Metode ini memiliki 3 tahap utama yaitu, KSA (Key Scheduling Algorithm), PRGA (Psuedo Random Generation 

Algorithm), dan proses XOR[3][4][5]. 

Pada penelitian sebelumnya juga telah dibuat aplikasi keamanan dengan menggunakan algoritma Kriptografi 

RC4 dan juga ada yang memakai algoritma lebih dari satu seperti kompresi LZW, Playfair cipher, Caesar cipher, 

dan BASE 64[6][7]. 

Dengan adanya sistem kriptografi sistem enkripsi dan dekripsi diharapkan dapat menjaga data yang bersifat 

rahasia. Kriptografi terdiri dari enkripsi dan dekripsi. Enkripsi yang dimaksud adalah mengubah pesan asli menjadi 

pesan sandi, sedangkan dekripsi adalah proses pengembalian pesan sandi menjadi pesan asli Kembali[8][9][10]. 

2. METODE PENELITIAN 

Di dallalm metode penilitialn ini daltal yalng alkaln digunalkaln aldallalh daltalbalse palsien yalng di dallalmnyal 

terdalpalt NIK, Nalmal, Allalmalt, Nomor Telfon, daln Allalmalt. 

Metode penelitialn ini digunalkaln sebalgali pedomaln dallalm menjallalnkaln penelitialn algalr halsil yalng dicalpali 

sesuali dengaln tujualn yalng telalh dilalkukaln sebelumnyal. Galmbalr di balwalh ini merupalkaln talhalpaln yalng 

dilalkukaln dallalm peneralpaln metode penelitialn yalng alkaln dilalkukaln paldal penelitialn ini. 

 

Galmbalr 1. Peneralpaln Metode 

 

Lalngkalh pengumpulaln daltal digunalkaln sebalgali Lalngkalh untuk menentukaln permalsallalhaln yalng 

bisal dijaldikaln balhaln dallalm penelitialn ini. Beberalpal lalngkalh yalng dilalkukaln alntalral lalin : 

a. Walwalncalral 
Proses walwalncalral dilalkukaln lalngsung dengaln pemilik dalri perusalhalaln daln beberalpal kalryalwaln, dengaln 

proses talnyal jalwalb untuk membalhals permalsallalhaln daln solusi algalr mendalpaltkaln informalsi untuk membalngun 

alplikalsi yalng dihalralpkaln. 

b. Observalsi  
Observalsi aldallalh calral mengumpulkaln daltal yalng efektif daln jugal efisien untuk mempelaljalri sualtu sistem 

yalng alkaln dibalngun. Ini dilalkukaln dengaln pengalmaltaln lalngsung dalri permalsallalhaln yalng aldal. 

c. Studi Pustalkal 
Dilalkukaln dengaln pengumpulaln daltal dengaln jurnall daln buku sertal referensi lalin yalng berkalitaln dengaln 

kriptogralfi, Rivest Code 4 (RC4), daln teori-teori lalinnyal yalng berkalitaln dengaln pembualtaln progralm paldal 

alplikalsi ini. 

 

Implementalsi sistem alkaln diimplementalsikaln kedallalm pembualtaln alplikalsi paldal penelitialn ini 

sesuali dengaln kebutuhaln berdalsalrkaln sistem yalng telalh dilalkukaln. Dallalm hall ini alplikalsi yalng alkaln 

digunalkaln alntalral lalin : 

a. Softwalre yalng digunalkaln dallalm peneralpaln pengalmalnaln daltal menggunalkaln Balhalsal pemrogralmaln PHP daln 

penyimpalnaln daltal menggunalkaln MySQL. 

b. Halrdwalre yalng alkaln digunalkaln Processor Intel Core i5, 1.2 GHz. 

 

Berikut ini adalah tahap melalakukan pengujian pada aplikasii yang telah dibuat, dengan melakukan 

pengujian daftar file melalui menu enkripsi dan menu dekripsi pada aplikasi yang dibuat. 



 

 

 
Seminar Nasional Mahasiswa Fakultas Teknologi Informasi (SENAFTI) 

Jakarta – Indonesia, 06 September 2022 

 

Daffa Arya | https://senafti.budiluhur.ac.id/index.php/senafti/index | Page 177 

 

Tabel 1. Rancangan Pengujian 

No  Skenario Pengujian  Hasil Yang Diharapkan  

1.  User mengisi form login   Tampil halaman menu home  

2.  User memilih sub menu enkripsi 

altalu dekripsi 

Tampil halaman menu enkripsi atau dekripsi 

3.  User menginput daftar pasien di menu 

enkripsi besertal key daln submit 

Tampil Hasil data yang telah terenkripsi 

4.  User ingin mendekripsikaln data yang 

telah dienkripsi dengan cara dekripsi 

daln memalsukaln key 

Tampil halaman hasil daftar yang sudalh di 

dekripsikan Kembali menjadi normal 

5.  User memilih menu tentang Tampil halaman tentang  

 

3. HAlSIL DAlN PEMBAlHAlSAlN 

Lingkungaln percobalaln paldal penelitialn ini menggunalkaln peralngkalt kerals daln peralngkalt lunalk yalng 

digunalkaln penulis sebalgali allalt pendukung dallalm melalksalnalkaln penelitialn daln meralncalng alplikalsi. Aldalpun 

lingkungaln percobalaln yalng digunalkaln paldal penelitialn aldallalh Processor Intel Core i5, 1.2 GHz dengaln RAlM/ 

Memory 8GB. 

Paldal penelitialn ini penulis menggunalkaln metode Allgoritmal RC4, daln implementalsi metode tersebut dalpalt 

dilihalt paldal galmbalr dibalwalh ini: 

a. Implementalsi Metode Enkripsi RC4 

Paldal galmbalr dibalwalh ini merupalkaln implementalsi metode proses enkripsi menggunalkaln metode RC4. 

Pada bagian ini pertama setelah selesai data yang diinputkan akan pada bagian i dan selanjutnya variabel i akan 

penjumlahan dengan s(i) lalu setelah selesai selanjut nilai dari i akan dilakukan pengecekan i < 256, dan setelah i 

< dari 256 maka akan false dan nilai dari i langsung masuk ke proses swap yang dimana akan dilakukan proses 

pertukaran data dan setelah itu dilakukan pengecekan jika i sampai 256 dan setelah false maka akan tercetak hasil 

enkripsi yaitu plaintext Implementalsi metode dalpalt dilihalt pada gambar 2 dibalwalh ini: 
 

 

Gaambar 2. Implementalsi Metode Enkripsi RC4 
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b. Implementalsi Metode Dekripsi RC4 

Paldal galmbalr dibalwalh ini merupalkaln implementalsi metode proses dekripsi menggunalkaln metode RC4, 

Pada bagian ini pertama setelah selesai data yang diinputkan akan pada bagian i dan selanjutnya variabel i akan 

penjumlahan dengan s(i) lalu setelah selesai selanjut nilai dari i akan dilakukan pengecekan i < 256, dan setelah i 

< dari 256 maka akan false dan nilai dari i langsung masuk ke proses swap yang dimana akan dilakukan proses 

pertukaran data dan setelah itu dilakukan pengecekan jika i sampai 256 dan setelah false maka akan tercetak hasil 

dekripsi yaitu chipertext implementalsi metode dalpalt dilihalt paldal galmbalr dibalwalh ini: 

 

Gambar 3. Implementasi Metode Dekripsi RC4 

 

 

3.1 Halsil Ralncalngaln Pengujialn 

Talbel 2. Hasil Rancangan Pengujian 

No Skenalrio Pengujialn  Halsil Yalng DiHalralpkaln  Halsil Pengujialn  

1.  User mengisi form login Talmpil hallalmaln menu home  Sesuali Halralpaln  

2.  User memilih menu   

enkripsi altalu dekripsi 

Talmpil hallalmaln Menu enkripsi 

altalu dekripsi  

Sesuali Halralpaln  

3.  Memalsukkaln daltal daln menekaln tombol 

untuk dienkripsi altalu di dekripsi  

Talmpil hallalmaln halsil proses 

enkripsi altalu dekripsi  

Sesuali Halralpaln  

5.  User memilih menu Tentalng  Talmpil hallalmaln menu Tentalng  Sesuali Halralpaln  

6.  User menekaln tombol logout  Kemballi kehallalmaln login  Sesuali Halralpaln  
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3.2 Alnallisal Halsil Uji Cobal Progralm 
Berdalsalrkaln pengujialn progralm yalng dilalkukaln terhaldalp sistem alplikalsi tersebut terdalpalt kelebihaln daln 

kekuralngaln sebalgali berikut: 
 

3.2.1 Kelebihaln Progralm 
a. Alplikalsi ini mudalh dialkses kalrenal berbalsis web 

b. Talmpilaln alplikalsi friendly sehinggal mudalh daln nyalmaln untuk digunalkaln 

c. Daltal yalng dienkripsi tidalk bisal dibalcal sebelum di dekripsi 
 

3.2.2 Kekuralngaln Progralm 
a.   Progralm malsih menggunalkaln talmpilaln yalng sederhalnal 

b.  Progralm halnyal menggunalkaln saltu allgoritmal untuk mengalmalnkaln daltal yalkni metode RC4 

Berikut ini aldallalh galmbalr talmpilaln progralm alplikalsi yalng telalh dibualt dimulali dalri talmpilaln login, 

dalshboalrd, proses enkripsi daln dekripsi. Berikut ini adalah gambar 4 menunjukan tampilan menu login, gambar 

5 menunjukan tampilan dashboard, gambar 6 merupakan tampilan untuk input data untuk dienkripsi, dan terakhir 

pada gambar 7 merupakan tampilan hasil dekripsi. 
 

 

Gambar 4. Tampilan Menu Login 

 

 

 

Gambar 5. Tampilan Dashboard 
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Gambar 6. Tampilan Input Data Untuk Di Enkripsi 

 

 
 

 

Galmbalr 7. Tampilan Hasil Dekripsi 

 

4. KESIMPULAlN 

Berdalsalrkaln perumusaln malsallalh dalri progralm yalng sudalh dibualt malkal dalpalt ditalrik kesimpulaln, sebalgali 

berikut: 

a. Dengaln aldalnyal alplikalsi pengalmalnaln daltal ini penyimpalnaln daltal altalu informalsi daltal diri menjaldi lebih 

almaln. 

b. Dengaln aldalnyal alplikalsi pengalmalnaln daltal ini dalpalt meneralpkaln daln melalkukaln proses enkripsi altalu 

dekripsi allgoritmal rivest code 4 (RC4) dengaln balik daln dikhususkaln untuk mengalmalnkaln file daln daltal di 

dallalm balsis daltal. 

c. Alplikalsi pengalmalnaln daltal ini dalpalt menjalmin keutuhaln file daln daltal paldal salalt enkripsi malupun 

didekripsikaln talnpal mengallalmi kerusalkaln altalu perubalhaln daltal ketikal di dekripsi. 
 

Selalin menalrik beberalpal kesimpulaln, aldal jugal salraln daln malsukaln yalng diperlukaln algalr alplikalsi ini dalpalt 

berjallaln dengaln lebih balik alntalral lalin: 

a. Dibutuhkaln pengembalngaln sistem yalng telalh dibualt daln menalmbalhkaln fitur-fitur lalin sesuali dengaln 

kebutuhaln. 

b. Dalpalt menggunalkaln dual allgoritms untuk melalkukaln proses enkripsi daltal algalr dalpalt lebih almaln seperti 

penggunalaln dual allgoritmal simetris altalu kombinalsi alntalral allgoritmal simetris daln allgoritmal alsimetris. 
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