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ABSTRAK

Berbagai keunggulan yang dimiliki internet seperti, layananan tanpa terbatas waktu dan jarak
atau biaya murah merupakan beberapa alasan pengguna memanfaatkannya. Bertumbuhnya
pengguna, komunikasi masyarakat semakin sering dilakukan melalui internet. Dengan
mengirim dan menerima pesan komunikasi melalui internet dilakukan, muncul kekhawatiran
tentang keamanan dan kerahasian. Pertanyaan yang sering diutarakan seperti “Apakah pesan
melalui internet, hanya pihak yang dituju mengetahuinya?”. Beberapa metode dapat
diterapkan untuk mengatasi kekhawatiran tersebut, pesan akan dimanipulasi sedemikian
rupa, baik disembunyikan ataupun diacak. Penelitian ini bertujuan untuk membahas
kombinasi metode tersebut. Hasil yang diharapkan yaitu, Steganografi (membuat cover
image, langkah ini disebut proses encoding. Bertujuan untuk menyisipkan pesan "plain text"
kedalam file gambar .bmp sebagai media penampung) dan Kriptografi (enkripsi
menggunakan key enkripsi, kemudian data diacak menggunakan algoritma enkripsi. Dengan
menerapkan metode ini, kemungkinan bagi pihak yang tidak diinginkan untuk dapat
membaca data hampir tidak mungkin) yaitu, memberikan perlindungan yang lebih optimal
dengan tujuan keamanan dan kerahasiaan pesan, saat pengiriman dilakukakan melalui
jaringan.

Kata kunci : Steganografi LSB, Kriptografi AES, Keamanan pesan, Kerahasiaan pesan,
metode kombinasi.
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ABSTRACT

Various advantages of internet such as, low costs, no limit time service and distance, are
some reasons why users use it. Growing users in community to communicate with each other
via Internet also increased. By sending and receiving messages, this communications
through the Internet are made. But then, there’s concerns about security and confidentiality.
Frequently asked questions such as " if you sent message through the Internet, wheter the
only desired parties knows it?". Some methods can be applied to address such concerns,
messages will be manipulated in such way, either hidden or scrambled. Research objectives
is, discussing impact by combining such methods. Expected results, by combining methods of
Steganography and Cryptography, is provides more optimal protection with objectives
security and confidentiality of messages when delivered over network.

Keywords : Steganography LSB, AES cryptography, security messages, message
confidentiality, combination methods.
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2. Menggunakan teknik-teknik lain kriptografi, steganografi, kompresi dan
checksum dengan tujuan mencari teknik yang lebih baik.

3. Untuk mengimplementasikan aplikasi ini, perlu dilakukan pengadaan hardware
dan software yang menunjang kinerja aplikasi,

4. Evaluasi sistem yang telah diuji harus dilakukan kemudian, bertujuan untuk

menentukan apakah aplikasi dapat digunakan seperti seharusnya.
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