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Abstrak 

Perkembangan teknologi telekomunikasi memungkinkan manusia untuk 

berkomunikasi salah satunya yaitu menggunakan perangkat telepon. Namun tidak 

adanya security yang menjamin Keamanan dan menjaga kerahasiaan data atau 

informasi dalam pengiriman SMS mengakibatkan pesan mudah dicuri oleh pihak 

yang tidak berwenang. SMS yang dikirimkan melalui BTS akan diterima Message 

Service Center (SMSC) Operator sehingga menimbulkan celah penyalahgunaan 

informasi. Salah satu cara untuk mengamankan data dari proses komunikasi data 

yaitu dengan kriptografi. Penelitian ini menggunakan metode penelitian statistik 

deskriptif. Penelitian ini dilakukan dengan melakukan analisa keamanan dengan 

menerapkan algoritma RSA pada aplikasi kriptografi dan kompresi SMS berbasis 

android. Algoritma RSA merupakan algoritma kriptografi asimetri yang 

menggunakan kunci publik dan kunci privat dalam enkripsi dan dekripsi untuk 

menghasilkan modulus dan ciphertext. Dengan aplikasi tersebut maka semua 

pesan yang dikirim telah dienkripsi menggunakan kunci yang digenerate, dan 

untuk membuka pesan tersebut maka dibutuhkan kunci yang digunakan untuk 

dekripsi pesan. Dikarenakan hasil ciphertext menggunakan algoritma RSA sangat 

panjang maka dibutuhkan kompresi text. Algoritma Huffman merupakan 

algoritma lossless data compression dimana kompresi data tidak menghilangkan 

satu byte pun dan disimpan sesuai aslinya. sehingga hasil dekompres sama dgn 

ciphertext original. Pengujian dilakukan menggunakan Metode Blackbox dan 

model ISO 9126 untuk menghasilkan aplikasi yang memiliki standarisasi tinggi. 

Kata Kunci : Kriptografi, Enkripsi, Dekripsi, SMS, mobile, RSA, kompresi, 

Huffman, android 
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ABSTRACT 

Development of telecommunications technology allows humans to 

communication, one of them is using mobile phone device. Unfortunatly, there are 

no security guarantees authenticity and confidentiality of data or information, the 

process delivery of SMS easily stolen by unauthorized parties because SMS sent 

via BTS will be accepted by Message Service Center (SMSC), And the operator 

can view the message contents. One of the ways to secure information from the 

data communication process that is uses cryptography. This research used 

descriptive statistics research.This research was conducted by analysing security 

by implementing the RSA algorithm Encryption and Decryption to SMS 

Application based on Android, RSA algorithm is an asymmetric cryptographic 

algorithm which uses a public key and a private key in the encryption and 

decryption to generate the modulus and ciphertext. With the application, all 

messages sent has been encrypted using a key that is generated, to open the 

message then takes the key used to decrypt the message. Because the results of the 

ciphertext using RSA algorithm is very long, it takes compression of the text. 

Huffman algorithm is an algorithm of Lossless compression that compresses the 

text without losing the original data so that decompress data same with the 

ciphertext. Testing Protype in this research, we use the  Blackbox method and ISO 

9126models to generate applications that have a high standardization. 

 

Keywords : Cryptography, Encryption, Decryption, SMS, mobile, RSA, android 
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