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ABSTRAK

Steganografi untuk keaslian tandatangan yang terdigitalisasi Dengan Algoritma
RC4 (Ron’s Code #4). Kami menggunakan konsep ini dimana teks yang
tersembunyi di balik citra dan penerima yang dimaksud mampu melihatnya.
Tujuan dari Tesis ini adalah untuk menjaga keaslian tandatangan yang
terdigitalisasi dengan menyembunyikan pesan. Sehingga apabila ada hal yang
mencurigakan dalam dokumen yang telah di masukan tandatangan yang
sebelumnya telah di sisipkan pesan, maka dokumen tersebut bisa diketahui
keasliannya. Steganografi menggunakan Algoritma RC4 yang dibuat dengan
bahasa pemrograman visual basic 6. Pada metode steganografi cara ini sangat
berguna jika digunakan pada cara steganografi komputer karena banyak format
berkas digital yang dapat dijadikan media untuk menyembunyikan pesan. Format
yang biasa digunakan di antaranya: Format gambar : bitmap (bmp), gif, pcx, jpeg,
dll, Format audio : wav, voc, mp3, dll, Format lain : teks file, html, pdf, dll.
Metode yang digunakan adalah menyisipkan pesan menggunakan program yang
telah dibuat dengan menggunakan algoritma RC4 (Ron’s Code #4) dan
menampilkan kembali pesan tersebut untuk melihat keaslian tandatangan yang
telah digitalisasi. Sehingga pengguna dapat dengan mudah untuk mengecek
keaslian tandatangan yang telah dibuatnya. Metode pengumpulan data dilakukan
dengan observasi, studi pustaka, dan wawancara. Metode yang digunakan dalam
menganalisis dan merancang sistem adalah metode Analisis dan Perancangan
Berorientasi Obyek (Object Oriented Analysis and Design) Teknik pengujian
sistem dengan RGB (Red Green Blue). Kualitas perangkat lunak yang dihasilkan
diuji berdasarkan empat karakteristik kualitas perangkat lunak model 1SO 9126,
yaitu functionality, reliability, usability, dan efficiency menggunakan metode
kuesioner. Hasil dari penelitian ini akan menjadi dokumentasi di kantor PT. Jaya
Guna Lancar yang sesuai dengan kebutuhan perusahaan tersebut sehingga menjadi
panduan pengembang untuk memproses perubahan-perubahan yang akan terjadi
dalam pemeliharaan aplikasi Steganografi Untuk Keaslian Tanda Tangan Yang
Terdigitalisasi Dengan Algoritma RC4 dimasa yang akan datang.

Keyword : Steganografi, Enkripsi, Deskripsi for Signature Digitaled by RC4
Algorithm, Pembelajaran berkas digital untuk menyembunyikan pesan,
pembelajaran multimedia.
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ABSTRACT

Steganography for the authenticity of the signature of the digitalized With RC4
algorithm (Ron's Code # 4). We use this concept in which text is hidden behind
the image and the intended recipient is able to view it. The purpose of this thesis
iIs to keep the authenticity of the signature of the digitalized by hiding the
message. So if there is anything suspicious in the documents that have been
previously input signature has been inserted message, the document can be known
authenticity. Steganography using the RC4 algorithm that created the
programming language Visual Basic 6. In this manner steganographic method is
very useful if used on a computer steganography way for many digital file formats
that can be used as a medium to hide the message. Commonly used formats
including: image formats: bitmap (BMP), GIF, PCX, JPEG, etc, audio formats:
wav, voc, mp3, etc., other formats: text files, html, pdf, etc. The method used is to
insert a message using a program that was created by using the RC4 algorithm
(Ron's Code # 4) and redisplay the message to see the authenticity of the
signatures that have been digitalized. So that users can easily check the
authenticity of the signatures that have been made. Methods of data collection is
done by observation, library research, and interviews. The method used in
analyzing and designing a system is a method of Object-Oriented Analysis and
Design (Object Oriented Analysis and Design) Mechanical testing of the system
with the RGB (Red Green Blue) The quality of the resulting software is tested
based on four characteristics of software quality model of ISO 9126, the
functionality, reliability, usability, and efficiency using questionnaires. The results
of this study would be documentation in the office of PT. Jaya Guna Fluent in
accordance with the needs of the company so that a developer guide to process
changes that will occur in the application maintenance Steganography To
Authenticity Signature of the digitalized With RC4 algorithm in the future.

Keyword: Encryption, Steganography, a description for the Signature Digitaled
by RC4 Algorithm, digital Learning to hide messages, multimedia learning.
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