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ABSTRAK 

Informasi merupakan suatu elemen yang sangat penting bagi organisasi masa kini. 

Kerahasiaan, integritas, dan ketersediaan informasi memiliki peran yang vital 

dalam menunjang kinerja organisasi. Sistem Informasi Perpustakaan pada sebuah 

Universitas memiliki tingkat resiko tinggi terkait masalah keamanan data dan 

informasi. Oleh karena itu, mutlak diperlukan suatu tindakan pengamanan 

informasi agar penggunaan informasi dapat berjalan secara efektif, efisien, dan 

terpadu. Pengembangan Prototipe Sistem Risk Assessment berbasis COBIT 5 dan 

SNI ISO/IEC 27001 mampu  untuk memberikan evaluasi terhadap kinerja Sistem 

Informasi Perpustakaan Universitas Mercu Buana dan dapat juga memberikan 

masukan yang digunakan untuk perbaikan dimasa mendatang. Dengan adanya alat 

bantu (tools) memudahkan pihak Universitas untuk melakukan penilaian resiko 

Sistem Informasi Perpustakaan berdasarkan control COBIT 5 dan SNI ISO 27001 

serta memberikan masukan perbaikan sistem sesuai dengan hasil penilaian resiko. 

 

Kata kunci : Risk Assessment, Audit, Informasi, COBIT 5, SNI ISO 27001 
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ABSTRACT 

Information is a very important element for today's organizations. Confidentiality, 

integrity, and availability of information has a vital role in supporting the 

organization's performance. Library Information System in a university has a high 

degree of risk related to data and information security issues. Therefore, it is 

absolutely necessary an information security measures in order to use the 

information to run effectively, efficiently, and integrated. Prototype Development 

of a Risk Assessment System based COBIT 5 and ISO / IEC 27001 is able to 

provide an evaluation of the performance Library Information System Mercu 

Buana University and can also provide input used for future improvements. With 

the tools to facilitate University to carry out a Risk Assessment based on the 

Library Information System control COBIT 5 and ISO 27001 and give feedback 

system improvement in accordance with the results of the Risk Assessment. 

 

Keywords: Risk Assessment, Audit, Information, COBIT 5, SNI ISO 27001 
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