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ABSTRAK 

 

Kriptografi dan Steganografi merupakan metode pengiriman pesan secara rahasia. 

Pada kriptografi pesan yang dikirim tetap terlihat oleh pihak lain tapi dalam bentuk 

yang tersandi. Sementara pada steganografi pesan yang dikirim disembunyikan di 

balik media lain. Kombinasi keduanya akan memberikan tingkat keamanan pesan 

yang lebih tinggi. LSB merupakan salah satu metode steganografi yang cukup 

dikenal luas. Metode ini akan menggantikan bit-bit tertentu pada citra dengan 

pesan yang akan disembunyikan. Sementara RSA merupakan salah satu metode 

kriptografi bertipe tidak simetris yang banyak digunakan . Kriptografi tidak 

simetris adalah kriptografi yang terdiri atas kunci publik dan kunci private. Kunci 

publik akan disebar luaskan sementara kunci  private hanya dimiliki oleh yang 

berhak. Sebuah pesan yang dienkripsi dengan kunci publik hanya dapat dibuka 

dengan kunci private  yang berkaitan. Penelitian ini menggabungkan kriptografi 

RSA 1024 bit 8 faktor prima yang telah dimodifikasi dengan steganografi LSB.  

Pada proses enkripsi digunakan metode RSA yang digabungkan dengan metode 

Huffman untuk mengurangi jumlah bit yang akan disisipkan pada citra 

penampung. Sementara pada proses dekripsi digunakan metode Huffman yang 

dilanjutkan dengan modifikasi algoritma RSA dengan menggunakan Chinese 

Remainder Theorem, untuk mengurangi proses komputasi terhadap bilangan yang 

sangat besar.  Hasil penelitian ini berupa citra gambar yang telah disisipi pesan 

rahasia yang terenkripsi , yang selanjutnya citra tersebut dibuka dengan 

menggunakan metode tersebut di atas. Pengujian dilakukan untuk membandingkan  

kecepatan dekripsi metode RSA standard an RSA CRT , tingkat keamanan pesan 

citra tersebut dan pengujian aplikasi. 

 

Kata kunci: Citra, Kriptografi, Steganografi, RSA, LSB, CRT,Huffman. 
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ABSTRACT 

 

Cryptography and Steganography are methods os sending  secret messages.  In 

the cryptographic sent message is   remain visible by others but in encrypted form. 

Meanwhile in steganography sent messages is hidden behind other media. Both 

combination would provide higher level security.LSB is one of the steganographic 

methods which quite well known. This method will replace certain bits of the 

image with the messages that will be hidden. While RSA is  asymmetric 

cryptography method that is widely used. Asymmetric Cryptography is the 

cryptography which consist of  public key and private key. The public key will be 

disseminated while the private key is only held by eligible. A message encrypted 

with the public key can only be opened with the associated private key .This 

research combines a 1024-bit 8 prime factors RSA Cryptography that have been 

modified with LSB Steganography. At the encryption process, we use RSA method 

that combining with  the Huffman method to reduce the number of bits that will be 

inserted into cover image. Meanwhile in the decryption process, we use modified 

RSA algorithm using Chinese Remainder Theorem to reduce the computation 

process time to the very large number.Results of this research is  an image that 

have been inserted an encrypted secret message, and then this stego image is 

opened by using the method above. The test will be conducted to compare  

decryption speed of standard RSA and RSA CRT, stego image security level and 

application testing. 

 

Keywords : Image, Cryptography, Steganography, RSA, LSB, Huffman. 
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