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ABSTRAK

Perkembangan Teknologi Informasi membuat seseorang dengan mudah
mendapatkan informasi, dan komunikasi juga dapat dilakukan dimanapun dan
kapanpun. Yahoo Messenger merupakan layanan yang dapat digunakan untuk
melakukan komunikasi melalui jaringan internet. Namun, tidak ada pengamanan
pada pesan yang dikirim oleh layanan tersebut. Jika ada seseorang melakukan
serangan contohnya sniffing, maka dapat dengan mudah pesan dapat dibaca. Hal ini
dapat merugikan pengguna, terlebih pesan tersebut bersifat rahasia. Untuk
mengantisipasi agar pesan tidak mudah dibaca oleh orang yang tidak berhak, maka
perlu dibuat sistem pengamanan pada pesan tersebut. Salah satu cara untuk
melakukan pengamanan tersebut adalah dengan enkripsi. Banyak teknik kriptografi
yang dapat digunakan. Pada penelitian ini, digunakan Hybrid Cryptosystem dengan
kombinasi RSA dan Vigenere modifikasi Double Columnar Transposition. Untuk
menjaga keabsahan dari pesan yang dikirim perlu ditambahkan teknik error
detection yang dalam hal ini menggunakan hash function. Pada penelitian ini
menghasilkan aplikasi yang dapat meningkatkan keamanan pesan Yahoo
Messenger, dimana pesan tersebut dienkripsi dengan metode Hybrid Cryptosystem
kombinasi RSA dan Vigenere Double Columnar Transpaosition.

Kata kunci : Kriptografi, Hybrid Cryptosystem, RSA, Vigenere, Double Columnar
Transposition
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ABSTRACT

The development of information technology makes people easily get information,
and communication can also be done anywhere and anytime. Yahoo Messenger is
a service that can be used to communicate through the Internet. However, there is
no security in the message sent by the service. For the example If there is someone
with sniffing attack, it can easily readable message. It can be harmful to the user,
especially the message is confidential. To anticipate that the message is not
readable by unauthorized people, it needs to make the security system on the
message. One way to do that is with encryption security. Many cryptographic
techniques that can be used. In this study, use Hybrid Cryptosystem with a
combination of RSA and Vigenere modification Double Columnar transposition. To
maintain the validity of the message sent should be added error detection
techniques, in this case using a hash function. In this research, produce
applications that can enhance security Yahoo Messenger messages, where the
messages are encrypted with RSA combination methods Hybrid Cryptosystem and
Vigenere Double Columnar transposition.

Keywords : Cryptography, Hybrid Cryptosystem, RSA, Vigenere, Double Columnar
Transposition
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