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Abstrak 

Teknologi informasi dari tahun ke tahun terus mengalami peningkatan yang 

sangat pesat dari perkembangan teknologi informasi tersebut banyaknya program-

program jahat yang bisa merusak komputer sehingga dibutuhkan kewaspadaan 

serta antisifasi yang  baik dari pemilik komputer, salah satunya hal yang dapat 

merusak yaitu penyebaran Virus pada komputer. Virus komputer merupakan 

program komputer yang dapat menggandakan atau menyalin dirinya sendiri dan 

menyebar dengan cara menyisipkan salinan dirinya kedalam program atau 

dokumen lain. Metode yang dapat dipakai user pada proses scanning  adalah 

metode Cyclic Redundancy Check (CRC32) dan Message-Digest algortihm 5 

(MD5). Sesuai dengan fungsi utama dari fungsi hashing, CRC32 berfungsi untuk 

mengambil penanda dari sebuah file yang nantinya akan dipakai sebagai acuan 

untuk memeriksa apakah suatu file adalah file virus atau bukan, sedangkan pada 

Hash-hash MD5 sepanjang 128-bit (16-byte), yang dikenal juga sebagai ringkasan 

pesan, secara tipikal ditampilkan dalam bilangan heksadesimal 32-digit. Dari hasil 

pengujian kedua algoritma tersebut mampu membuat pendeteksi virus yang 

mampu mengoreksi kekurangan yang dapat di timbulkan dari fungsi CRC32 dan 

di tutupi oleh MD5. 

 

Kata Kunci : Virus, CRC32, MD5, Pendeteksi Virus. 
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Abstract 

Information technology from year to year has increased very rapidly from the 

development of information technology is the number of malicious programs that 

may damage the computer so that the necessary precautions and good antisifasi 

of the owner of the computer, one thing that can ruin that is the spread of viruses 

on the computer. A computer virus is a computer program that can duplicate or 

copy itself and spreads by inserting copies of itself into other programs or 

documents. The method can be used on the user scanning process is a method of 

Cyclic Redundancy Check (CRC32) and algortihm Message-Digest 5 (MD5). In 

accordance with the primary function of the hashing function, CRC32 function to 

take a marker of a file that will be used as a reference to check whether a file is a 

virus file or not, while the MD5 hash Hash-round 128-bit (16-byte), which Also 

known as a summary message, typically displayed in a 32-digit hexadecimal 

numbers. From the results of the two algorithms are capable penguian make virus 

detection that is able to correct the deficiencies that can be caused from the 

functions covered by the CRC32 and MD5. 

 

Keywords: Virus, CRC32, MD5, Virus Detection. 
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