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ABSTRAK 
 

Pada akhir tahun 1990 ditemukan Internet. Dalam perkembanganya Internet 

memberikan dampak besar dalam perkembangan bisnis transaksi elektronik. Pada 

awal tahun 2005 transaksi pengiriman uang elektronik (remittance) mulai masuk 

pada pasar bisnis online di Indonesia. Sayangnya meskipun sudah menggunakan 

keamanan pada sistem pengiriman uang elektronik, penggunanya masih merasa 

tidak aman terhadap ancaman kejahatan. Terbukti pada tahun yang sama banyak 

kasus kejahatan yang marak terjadi pada transaksi elektronik,  termasuk bisnis 

remittance. Solusi dari permasalahan tersebut adalah dengan melakukan analisis 

keamanan pada sistem yang berjalan. Analisis tersebut menghasilkan kebutuhan – 

kebutuhan yang dijadikan standar untuk membuat sistem yang aman. Kebutuhan 

yang dihasilkan pada penelitian ini menghasilkan pengembangan metode baru, 

yang diimplementasikan dalam bentuk web-service. Penelitian ini menggunakan 

metode TOGAF, memfokuskan pembahasannya pada Security Assessment dengan 

implementasi pengembangan studi kombinasi otentikasi digital signature dengan 

OTP (one time password). Kontribusi penelitian ini adalah mengolah kebutuhan – 

kebutuhan yang diperlukan agar sebuah sistem dapat dikatakan aman kemudian 

membuat pengembangan metode otentikasi studi kombinasi digital signature dan 

one time password (OTP). Pengembangan metode tersebut diuji untuk mengetahui 

apakah metode tersebut layak untuk diimplementasikan dengan membandinganya 

dengan beberapa metode lainnya.  

 

 

Kata Kunci: Security Assesment, Digital Signature, One Time Password, 

Remittance, TOGAF model. 
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ABSTRACT 
 

At the end of 1990 Internet was found. In the expansion of them, Internet had a 

major impact in the development of electronic business transactions. In early 2005 

remittance transactions started to get in on the business in market of Indonesia. 

Unfortunately, despite using the security system of electronic money transfer, user 

still feel unsecure against the threat of crime. It is proved, in the same year a lot of 

crime happed in electronic transactions, including the remittance business. The 

solution to these problems is to perform a security analysis on a running system. 

The analysis resulted in the requirement that used as the standard to make the 

system safe. The result of this study is developed a new method, which 

implemented in the form of web-service. This study uses TOGAF, focusing the 

discussion on the implementation of Security Assessment study the development 

of a combination of digital signature authentication with OTP (one time 

password). Contribution of this study is to analyze the system and get the security 

requirement in order for a system can be said to be safe. This study develops an 

alternative method that combined digital signature with one time password (OTP). 

That method is tested to determine whether the method is feasible to be 

implemented with and compare it with other method. 

.  

 

 

Keywords: Security Assesment, Digital Signature, One Time Password, 

Remittance, TOGAF model. 
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