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ABSTRAK 

 

Data nilai mahasiswa di kampus salemba Universitas Budi Luhur perlu diamankan 

dari orang tidak bertanggung jawab. Data nilai yang ada di kampus salemba setelah 

terkumpul per periode nilai-nilai tersebut akan di kirim ke kampus pusat di cileduk. 

Steganografi dan kriptografi adalah dua teknik yang berbeda yang menjaga 

kerahasian dan integritas data. Steganografi dan kriptografi mempunyai prinsip 

kerja yang berbeda, meskipun keduanya mempunyai hubungan yang dekat dalam 

dunia keamanan data. Hasil dari kriptografi merupakan data yang berbeda dari 

bentuk aslinya dan biasanya data seolah-olah berantakan sehingga tidak dapat 

diketahui informasi apa yang terkandung didalamnya (namun sesungguhnya dapat 

dikembalikan ke bentuk semula lewat proses deskripsi). Penerapan Sistem Metode 

Steganografi EOF (End Of File)  bertujuan untuk menyediakan fasilitas keamanan 

data, terutama dalam hal menyembunyikan data yang ditujukan untuk perusahaan, 

bisnis maupun pribadi. Penelitian ini didasarkan pada peningkatan arus lalu lintas 

data paket pengiriman melalui email atau media lain yang berdampak langsung 

terhadap meningkatnya ancaman dan pencurian data. Penelitian ini dibentuk 

dengan metode penelitian eksperimental teknik pengumpulan data menggunakan 

literatur dan dokumentasi. Dengan menggunakan penggabungan teknik 

steganografi dan kritografi pada pengiriman informasi rahasia dengan 

mengembangkan algoritma DES dapat menjamin kerahasiaan yang lebih baik dari 

ancaman dan pencurian data. Berdasarkan pengujian yang telah dilakukan, aplikasi 

yang dihasilkan dari penelitian ini memiliki kemampuan yang baik, terutama dari 

sisi functionality, realiability, usability, dan effieciency. Secara umum aplikasi ini 

memiliki tingkat kemampuan sebesar 82 % atau sangat baik. 

  

Kata Kunci : Keamanan Data, Steganografi, Kriptografi, End Of File (EOF), 

Data Encryption Standard (DES) 
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ABSTRACT 

Data values salemba students on campus need to be secured of Budi Luhur 

University of irresponsible people . Data values that exist on campus salemba after 

collected per period these values will be sent to the central campus in Cileduk . 

Steganography and cryptography are two different techniques that maintain the 

confidentiality and integrity of data . Steganography and cryptography have 

different working principles , although both have a close relationship in the world 

of data security . Results of cryptographic data that is different from its original 

form and is usually the data as if messy so it can not know what information is 

contained therein ( but actually can be restored to its original form through a 

process description ) . The application system steganography method EOF ( End 

Of File ) aims to provide security for the data , especially in terms of data hiding is 

intended for corporate , business or personal . The study was based on an increase 

in traffic flow of data packets delivery via email or other media that directly impact 

and the increasing threat of data theft . This research formed the experimental 

research methods of data collection techniques using literature and documentation. 

By using steganographic techniques and kritografi merging the delivery of 

confidential information by developing the DES algorithm can ensure better 

confidentiality of threats and data theft. Based on the testing that has been done , 

the application resulting from this research have good skills , especially in terms of 

functionality , realiability , usability , and effieciency . In general, this application 

has the ability level of 82% or excellent . 

Keywords : Data Security,  Steganography,  Cryptography,  End Of File( EOF ) 

, Data Encryption Standard ( DES ) 
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