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ABSTRAK 

 

Data nilai mahasiswa di Kampus Universitas Budi Luhur cabang Roxy perlu 

diamankan dari orang tidak bertanggung jawab. Pada setiap akhir periode, data nilai 

mahasiswa yang telah diolah di kampus cabang Roxy, dikirim ke kampus pusat 

melalui pegawai kampus Roxy yang diantar langsung Kampus Pusat. Kondisi 

tersebut memungkinkan terjadinya kecurangan atau pencurian data nilai selama 

proses pengiriman oleh pihak-pihak yang tidak bertanggung jawab. Pada penelitian 

ini, dikembangkan sebuah aplikasi yang memanfaatkan konsep steganografi untuk 

mengamankan data nilai tersebut. Steganografi merupakan teknik penyembunyian 

pesan pada suatu media sedemikian hingga sulit dideteksi keberadaanya. Metode 

steganografi yang digunakan dalam penelitian ini adalah metode EOF (End of File) 

dimana data disembunyikan pada bit-bit tertentu di akhir file. Selain itu, untuk 

mengurangi ukuran file yang akan disisipkan, dilakukan proses kompresi dengan 

algoritma kompresi Huffman. Adapun media yang digunakan adalah citra digital 

dengan jenis file JPG. Pengujian ISO 9126 dilakukan dengan memperhatikan 4 

(empat) aspek yaitu imperectibility atau tingkat perbedaan citra asli dan citra tersisipi, 

fidelity atau mutu citra hasil steganografi, robustness (ketahanan) dan recoverability. 

Hasil pengujian standar ISO 9126 menunjukkan nilai skor 81% yang berarti kualitas 

aplikasi sudah sangat baik. Selain itu, hasil pengujian kualitas citra menunjukkan 

bahwa nilai rata-rata MSE 11,26 dB sebesar dan PSNR sebesar 36,15 dB. Penelitian 

ini bermanfaat bagi Universitas Budi Luhur cabang Roxy dalam mengamankan file 

berkas nilai mahasiswa sebelum dikirim ke kampus pusat. 

  

Kata Kunci : nilai mahasiswa, steganografi, end of file, kompresi, huffman 
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ABSTRACT 

 

Data values student at the University Campus Budi Luhur Roxy branch needs to be 

safeguarded from irresponsible people. At the end of each period, the data value of 

students who have been treated at the campus branch of the Roxy, sent to the campus 

through the center of campus employees Roxy delivered directly Campus Center. The 

conditions allow fraud or theft of data values during the shipping process by parties 

who are not responsible. In this study, will be developed an application that utilizes 

the concept of secure data steganography to that value. Steganography is a technique 

of hiding messages on a medium so that is difficult to detect its existence. 

Steganography method used in this research is the EOF (End of File) where the data 

is hidden on certain bits at the end of the file. In addition, to reduce the size of the file 

to be inserted, the compression process is carried out with Huffman compression 

algorithm. The media used is a digital image with jpg file types. ISO 9126’s tests 

conducted with respect to four (4) aspects of imperectibility, fidelity, robustnessand 

recoverability. ISO 9126 standard test results showed a score of 81%, which means 

that the quality has been very good application. In addition, the image quality test 

results showed that the average value of MSE is 11.26 dB and PSNR is 36.15 dB. This 

research is useful benefit to Budi Luhur University branch Roxy in securing file file 

before it is sent to the campus student center. 
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