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ABSTRAK 

Steganografi dan kriptografi adalah dua teknik yang berbeda yang menjaga 
kerahasiaan dan integritas data. Dalam dunia teknologi modern, pesan rahasia 
dapat disembunyikan di balik citra (image), misalnya pesan dapat dikodekan 
dalam low-order bit sehingga tidak mengganggu media gambar yang di kirimkan, 
metode ini di sebut dengan metode steganografi. Sedangkan kriptografi 
melindungi pesan dari individu yang tidak sah dengan mengubah artinya. 
Penerapan Sistem Metode Steganografi Bit Least signifikan bertujuan untuk 
menyediakan fasilitas keamanan data, terutama dalam hal menyembunyikan data 
yang ditujukan untuk perusahaan, bisnis maupun pribadi. Penelitian ini didasarkan 
pada peningkatan arus lalu lintas data paket pengiriman melalui email atau media 
lain yang berdampak langsung terhadap meningkatnya ancaman dan pencurian 
data. Penelitian ini dibentuk dengan metode penelitian eksperimental teknik 
pengumpulan data menggunakan literatur dan dokumentasi. Pendekatan 
pemecahan masalah dengan menggunakan identifikasi masalah untuk mencari 
solusi. Desain metode yang digunakan adalah rapid Application Development 
dengan menerapkan desain 5-langkah, yaitu pemodelan bisnis, pemodelan data, 
pemodelan proses, generasi dan pengujian aplikasi. Perangkat lunak ini dibangun 
dengan menggunakan Microsoft Access  yang dapat menyembunyikan teks 
rahasia (encrypt) dan menampilkan teks (decrypt) pada gambar untuk keamanan 
data. Dengan menggunakan penggabungan teknik steganografi dan kritografi pada 
pengiriman informasi rahasia dengan mengembangkan algoritma Caesar Chiper 
dapat menjamin kerahasiaan yang lebih baik dari ancaman dan pencurian data. 
 

Kata kunci : Keamanan Data, Steganografi, Kriptografi, Encryption, 
Decryption, Least Significant Bit (LSB) 
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ABSTRACT 

 

Steganography and cryptography are two different techniques that maintain the 
confidentiality and integrity of data. In the world of modern technology, secret 
message can be hidden behind the image, for example, a message can be encoded 
in the low-order bit so it doesn’t interfere with media images as it travels, this 
method is called Steganography method. Whereas cryptography protects 
messages from unauthorized individuals by changing its meaning. Application of 
System Least Significant Bit Steganography Method aims to provide security for 
the data, especially in terms of hiding the data directed to the company, business 
or personal. The study was based on an increase in traffic flow packet data 
transmission via email or other media that directly impact on the increasing of 
threat and of data stealing. This research formed by experimental research 
method of data collection techniques using literature and documentation. Using a 
problem-solving approach to the identification of problems to find solutions. 
Design method used is Rapid Application Development by applying the 5-step 
design, the business modeling, data modeling, process modeling, generation and 
test application. The software is built using Microsoft Access that can hide a 
secret text (encrypt) and display text (decrypted) on the image for data security. 
By using steganography and cryptography combined techniques on transferring 
confidential information with developing a Caesar Cipher algorithm, it can 
guarantee better confidentiality of the threat and data stealing. 
 
Keywords : Data Security, Steganography, Cryptography, Encryption, 
Decryption, Least Significant Bit (LSB). 
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