Perpustakaan Universitas Budi Luhur

PENGGABUNGAN TEKNIK STEGANOGRAFI DAN
KRIPTOGRAFI UNTUK KEAMANAN DATA

MENGGUNAKAN MICROSOFT ACCESS:
STUDI KASUS PT. PANASONIC INDUSTRIAL DEVICES INDONESIA (PIDID)

TESIS

Oleh :

MUHAMMAD RIFQI
1111601488

PROGRAM STUDI : MAGISTER ILMU KOMPUTER (MKOM)
PROGRAM PASCASARJANA
UNIVERSITAS BUDI LUHUR
JAKARTA
2013



Perpustakaan Universitas Budi Luhur

PENGGABUNGAN TEKNIK STEGANOGRAFI DAN
KRIPTOGRAFI UNTUK KEAMANAN DATA

MENGGUNAKAN MICROSOFT ACCESS:
STUDI KASUS PT. PANASONIC INDUSTRIAL DEVICES INDONESIA (PIDID)

TESIS

Diajukan Untuk Memenuhi Salah Satu Persyaratan Memperoleh
Gelar Magister llmu Komputer (M.Kom)

Oleh :

MUHAMMAD RIFQI
1111601488

PROGRAM STUDI : MAGISTER ILMU KOMPUTER (MKOM)
PROGRAM PASCASARJANA
UNIVERSITAS BUDI LUHUR
JAKARTA
2013



Perpustakaan Universitas Budi Luhur

PROGRAM STUDI : MAGISTER ILMU KOMPUTER (MKOM)
PROGRAM PASCASARJANA
UNIVERSITAS BUDI LUHUR

LEMBAR PERNYATAAN

Saya yang bertanda tangan di bawah ini :

Nama : Muhammad Rifqi

Nomor Induk Mahasiswa : 1111601488

Program Studi : Magister Ilmu Komputer
Konsentrasi : Rekayasa Komputasi Terapan
Fakultas/Program : Strata 2

menyatakan bahwa TESIS yang berjudul : Dt
Penyg abunean Tenik Sreqanograti Dan Kriproqraf Ulfuk
keamangn Dora  Mendyunakan  MCosdt ALCEK
(tudt kacus PT Pavagmic  Indpstrial Dewvices  [ndoredda
CPiD1D).

1. Merupakan hasil karya tulis ilmiah sendiri dan bukan merupakan karya yang
pernah diajukan untuk memperoleh gelar akademik oleh pihak lain,
2. Saya ijinkan untuk dikelola oleh Universitas Budi Luhur sesuai dengan norma

hukum dan etika yang berlaku.

Pernyataan ini saya buat dengan penuh tanggung jawab dan saya bersedia
menerima konsekuensi apapun sesuai aturan apabila di kemudian pernyataan ini

tidak benar.




Perpustakaan Universitas Budi Luhur

PROGRAM STUDI : MAGISTER ILMU KOMPUTER (MKOM)
PROGRAM PASCASARJANA
UNIVERSITAS BUDI LUHUR

LEMBAR PENGESAHAN

Nama : Muhammad Rifgi

Nomor Induk Mahasiswa : 1111601488

Konsentrasi : Teknologi Ilmu Terapan

Jenjang Studi : Strata 2

Judul : Penggabungan Teknik Steganografi dan Kriptografi

Untuk Keamanan Data Menggunakan Microsoft
Access: Studi Kasus PT Panasonic Industrial Devices
Indonesia.

Jakarta, 04 September 2013

Tim Penguii: Tanda tangan :

Ketua.
Dr. Moedjiono, M.Sc

Anggota,
Dr. Ir. Wendi Usino, M.Sc, MM

Pembimbing Utama,
Dr. Ir. Nazori, AZ, MT

Ketua Program Studi

Dr. Ir. Nazori, AZ, MT




Perpustakaan Universitas Budi Luhur

ABSTRAK

Steganografi dan kriptografi adalah dua teknik yang berbeda yang menjaga
kerahasiaan dan integritas data. Dalam dunia teknologi modern, pesan rahasia
dapat disembunyikan di balik citra (image), misalnya pesan dapat dikodekan
dalam low-order bit sehingga tidak mengganggu media gambar yang di kirimkan,
metode ini di sebut dengan metode steganografi. Sedangkan kriptografi
melindungi pesan dari individu yang tidak sah dengan mengubah artinya.
Penerapan Sistem Metode Steganografi Bit Least signifikan bertujuan untuk
menyediakan fasilitas keamanan data, terutama dalam hal menyembunyikan data
yang ditujukan untuk perusahaan, bisnis maupun pribadi. Penelitian ini didasarkan
pada peningkatan arus lalu lintas data paket pengiriman melalui email atau media
lain yang berdampak langsung terhadap meningkatnya ancaman dan pencurian
data. Penelitian ini dibentuk dengan metode penelitian eksperimental teknik
pengumpulan data menggunakan literatur dan dokumentasi. Pendekatan
pemecahan masalah dengan menggunakan identifikasi masalah untuk mencari
solusi. Desain metode yang digunakan adalah rapid Application Development
dengan menerapkan desain 5-langkah, yaitu pemodelan bisnis, pemodelan data,
pemodelan proses, generasi dan pengujian aplikasi. Perangkat lunak ini dibangun
dengan menggunakan Microsoft Access yang dapat menyembunyikan teks
rahasia (encrypt) dan menampilkan teks (decrypt) pada gambar untuk keamanan
data. Dengan menggunakan penggabungan teknik steganografi dan kritografi pada
pengiriman informasi rahasia dengan mengembangkan algoritma Caesar Chiper
dapat menjamin kerahasiaan yang lebih baik dari ancaman dan pencurian data.

Kata kunci : Keamanan Data, Steganografi, Kriptografi, Encryption,
Decryption, Least Significant Bit (LSB)
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ABSTRACT

Steganography and cryptography are two different techniques that maintain the
confidentiality and integrity of data. In the world of modern technology, secret
message can be hidden behind the image, for example, a message can be encoded
in the low-order bit so it doesn’t interfere with media images as it travels, this
method is called Steganography method. Whereas cryptography protects
messages from unauthorized individuals by changing its meaning. Application of
System Least Significant Bit Steganography Method aims to provide security for
the data, especially in terms of hiding the data directed to the company, business
or personal. The study was based on an increase in traffic flow packet data
transmission via email or other media that directly impact on the increasing of
threat and of data stealing. This research formed by experimental research
method of data collection techniques using literature and documentation. Using a
problem-solving approach to the identification of problems to find solutions.
Design method used is Rapid Application Development by applying the 5-step
design, the business modeling, data modeling, process modeling, generation and
test application. The software is built using Microsoft Access that can hide a
secret text (encrypt) and display text (decrypted) on the image for data security.
By using steganography and cryptography combined techniques on transferring
confidential information with developing a Caesar Cipher algorithm, it can
guarantee better confidentiality of the threat and data stealing.

Keywords : Data Security, Steganography, Cryptography, Encryption,
Decryption, Least Significant Bit (LSB).
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