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ABSTRAK

Berkomunikasi dalam dunia maya merupakan suatu hal yang biasa dilakukan.
Ada kalanya komunikasi dilakukan secara rahasia dengan mengirimkan pesan
rahasia kepada orang tertentu. Dalam hal ini, kemanan menjadi faktor terpenting
untuk mengamankan pesan rahasia sehingga hanya dapat dibaca oleh orang yang
diinginkan. Steganografi menawarkan keamanan pesan yang disisipkan pada
berbagai media, salah satunya media citra. Sayangnya kemudahan dalam
berkomunikasi melalui steganografi saat ini belum maksimal. Komunikasi
dilakukan hanya melalui pc atau /aptop dan belum secara real-time. Belakangan
muncul aplikasi steganografi yang berbasis Android, namun aplikasi tersebut
belum memanfaatkan fitur-fitur yang telah tersedia di sistem operasi Android.
Seluruh perangkat bergerak, dalam hal ini smartphone dan tablet yang berbasis
Android, sudah dilengkapi dengan kamera digital. Kamera digital ini dapat
digunakan untuk membuat cover-image namun belum dimanfaatkan. Cover-image
biasanya mengambil citra yang sudah ada, biasanya dari Internet. Sedangkan hasil
stego-image pun hanya disimpan, jika ingin mengirimkan hasil stego-image maka
harus membuka aplikasi lain semisal email client atau web mail jika ingin dikirim
melalui email, Facebook atau Twitter bila ingin mengirim lewat kedua social
media tersebut. Teknik "Snap and Share" digunakan untuk memasukkan
penggunaan kamera digital langsung untuk membuat cover-image, dan metode
untuk menyebarkan stego-image ke dalam aplikasi steganografi sehingga aplikasi
steganografi ini bisa dilakukan secara real-time. Hasilnya adalah melalui teknik
"Snap and Share” ini aplikasi steganografi dapat dilakukan secara real-time untuk
membuat cover-image dan mengirimkan stego-image.

Kata Kunci: snap and share, steganografi, pesan rahasia, stego-image, cover-
image, kamera digital, android, perangkat bergerak, real-time
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ABSTRACT

In the internet, communicating is usual activity. Sometimes conversations is done
by sending secret messages to a certain person. In this case, security being the
most important factor for securing a secret message that can only be read by
those who desired. Steganography offers secure message which is inserted on a
variety of media, one of them is image. Unfortunately, communicating through
steganography application has not an easy task. Communication is done only
through the pc or laptop based application and not real-time. Recently, Android
based steganography applications has been developed. Unfortunately, they are
not taking advantage of Android's tools. Every Android's smartphones or tablets
are embedded with digital camera. This digital can be used to create a cover-
image, but it has not been developed. The cover-image is usually made by using
an available image from the Internet. The stego-image usually only be saved, if
we want to share or send the stego-image we will open another application, such
as email client or web mail, or social media like Facebook or Twitter. "Snap and
Share" technique is used to embed the advantage of digital camera to create
cover-image,and the sharing method of stego-image into steganography
application, so it can be done in real-time. By using "Snap and Share" technique
it can be done in real-time to create cover-image and share the stego-image.

Keywords: snap and share, steganography, secret message, stego-image,digital
camera, android, mobile devices, real-time
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