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ABSTRAK

Saat ini teknologi informasi sudah sangat berkembang menjadi salah satu media yang paling
populer didunia. dengan semakin berkembangnya teknologi informasi semakin berkembang pula
tindak penyalahgunaan informasi yang bukan haknya. Maka dari itu perkembangan teknologi
informasi harus juga dibarengi dengan perkembangan pengaman informasi seperti pesan rahasia.
Salah satu cara pengamanan data pesan dapat dilakukan dengan kombinasi Teknik keamanan
kriptografi dan steganografi. Tujuannya adalah untuk merahasiakan sebuah pesan. proses
kombinasi kriptografi dan steganografi diyakini sebagai cara ampuh untuk melindungi pesan
yang dikirim, serta sekaligus menghindari pesan tersebut dari kecurigaan. Pesan yang digunakan
dalam tesis ini berupa text. pada proses kriptografi, pesan yang berupa text akan dienkrip dengan
metode Vigenere Cipher. selanjutnya pesan yang ter enkrip tersebut akan disembunyikan dengan
proses steganografi pada citra digital dengan metode Least Significan Bit (LSB). Hasil dari
aplikasi ini adalah dapat menyisipkan pesan tersembunyi berupa text ke dalam berkas citra
digital berformat BMP, JPG, Gif dan dapat mengekstraksi kembali pesan tersembunyi tersebut
dari dalam citra (stego-image).

Kata Kunci : Kriptografi, Steganografi , Vigenere Cipher, Least Significan Bit (LSB),
Pesan rahasia.
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ABSTRACT

Today information technology has growing into one of the world's most popular media. with the
development of information technology is growing also acts misuse of information that is not
right. then from development of information technology should also be coupled with the
development of information security such as secret message. One way of securing data messages
can be done with a combination of cryptography and steganography security techniques. The
goal is to keep a message. the combination of cryptography and steganography believed to be a
powerful way to protect messages sent and simultaneously avoid the message from suspicion.
Messages are used in this thesis in the form of text. the cryptographic process , a text message
will be encrypted with the Vigenere Cipher method . subsequent encrypted messages will be
hidden with steganography in digital image process methods significan Least Bit ( LSB ). The
results of this application is to insert hidden messages into a text file digital image format BMP ,
JPG , Gif and can extract the hidden message of the image ( stego-images ).

keywords : cryptography, steganography, Vigenere Cipher, Least Significan Bit (LSB), secret

message.
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