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ABSTRAK

Pesatnya perkembangan teknologi informasi menggunakan komputer,
mengakibatkan semakin bertambah pula masalah yang mengiringi perkembangan
teknologi tersebut. Masalah keamanan data merupakan faktor yang harus
diperhatikan dalam perkembangan teknologi informasi selanjutnya. Jika
membicarakan tentang teknologi informasi tentunya berkaitan pula dengan isi
yang terkandung dalam informasi tersebut. Informasi yang akan
disampaikan/dikirimkan haruslah sesuai dengan isi yang ingin di informasikan.
Pengiriman data dan informasi hendaknya dapat memastikan kemanan dari data
dan informasi yang dikirimkannya, sehingga pengiriman informasi dapat
dipertanggung jawabkan dari segi kerahasiaan data dan informasi, keaslian data
dan informasinya, keutuhan dari data dan informasi yang dikirimkan, dan juga si
pengirim data dan informasi tidak dapat mengelak bahwa dialah yang mengirim
informasi tersebut. Untuk memenuhi aspek-aspek dan komponen-komponen
dalam pengiriman data, dibutuhkan suatu metode pengaman data, algoritma
kriptografi Asimetrik Rivest Shamir Adleman. Penelitian ini menggunakan
metode pengembangan sistem informasi model System Development Life Cycle
(SDLC), dengan tahapan yang dilakukan meliputi, perencanaan sistem, analisis
sistem, desain sistem secara umum, evaluasi dan seleksi sistem, desain sistem
secara terinci, implementasi. Penggunaan kriptografi asimetrik dianggap sebagai
metode enkripsi yang paling aman saat ini, dimana digunakan dua kunci yang
memiliki fungsi untuk melakukan enkripsi dan yang satu lagi untuk dekripsi.
Semua orang yang mendapatkan kunci publik dapat menggunakannya untuk
mengenkripsi suatu pesan, sedangkan hanya satu orang saja yang memiliki kunci
pribadi untuk melakukan pembongakaran terhadap sandi yang dikirimkan
untuknya dengan pasangan kunci publiknya. RSA adalah salah satu algoritma
asimetrik yang paling populer digunakan dimana dalam penerapannya kunci
pribadi dan kunci publik dapat digunakan secara berlawanan dengan tujuan yang
berbeda. Pada penelitian tesis ini penulis melakukan pengujian enkripsi dan
dekripsi menggunakan 2 (dua) kekuatan kunci RSA 1024 bits dan 2048 bits
dengan menguji keefektifan waktu enkripsi dan dekripsi dari 4 (empat) format file
yang berbeda.

Kata Kunci: Kriptografi, Algoritma, RSA, Kunci Publik, Kunci Pribadi,
Informasi, Data, Enkripsi, Dekripsi.
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ABSTRACT

The rapid development of information technology using a computer, resulting in
increasingly also problems that accompany the development of these
technologies. A data security issue is a factor that must be considered in the
development of information technologies further. If we are talking about
information technology course also related to the content contained in such
information. The information will be delivered must be in accordance with the
content that you want to inform. Delivery of data and information should be able
to ensure the security of the data and information it sends, so it can be responsible
for the transmission of information in terms of confidentiality of data and
information, the authenticity of data and information, the integrity of the data and
information submitted, as well as the sender of data and information can not be
deny that it was he who sent the information. To meet these aspects and
components in the delivery of data, we need a method of data security,
asymmetric cryptographic algorithm Rivest Shamir Adleman. This study uses a
model of information system development System Development Life Cycle
(SDLC), with steps being taken include, system planning, system analysis, system
design in general, the evaluation and selection system, detailed system design,
implementation. The use of asymmetric cryptography is considered as the most
secure encryption methods at this time, which used two keys that have a function
to perform the encryption and another for decryption. All those who get public key
can use it to encrypt a message, while only one person who has the private key to
do pembongakaran the password that was sent to him with a public key pair. RSA
is one of the most popular asymmetric algorithms used in the application where
the private key and public key can be used as opposed to a different destination.
On this thesis study authors tested the encryption and decryption using two (2)
power and 1024 bits RSA key 2048 bits to test the effectiveness of time encryption
and decryption of 4 (four) different file formats.

Keywords: Cryptography, Algorithms, RSA, Public Key, Private Key, Information,
Data, Encryption, Decryption.
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