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ABSTRAK

Perkembangan media digital yang pesat dan penggunaannya yang tinggi terutama
dalam dunia komunikasi dan teknologi informasi menimbulkan tuntutan yang
semakin besar untuk menciptakan suatu mekanisme atau teknik penyampaian
informasi yang terjamin keamanannya dan juga kerahasiaannya. Salah satunya
adalah dengan steganografi. Steganografi merupakan suatu metode yang
digunakan untuk menyisipkan informasi rahasia kedalam suatu objek atau media
lain. Dengan  penggunaan teknik steganografi, informasi disembunyikan
sedemikian rupa sehingga tidak diketahui keberadaannya, yang dikenal dengan
istilah informasi hiding. Penggunaan teknik steganografi pada citra digital dapat
mempengaruhi kualitas citra dengan menghasilkan sedikit atau banyak perubahan
yang terdapat pada citra digital bergantung dari metode yang digunakan, pada
penelitian dan penulisan tesis ini metode yang digunakan untuk menyembunyikan
pesan rahasia pada citra digital adalah LSB (Least Significant Bit). Metode LSB
merupakan metode yang paling sering dan umum digunakan pada citra digital
karena penggunaannya yang mudah, cepat dan juga mampu menampung
informasi rahasia dalam jumlah yang banyak. Penelitian tesis ini bertujuan untuk
menganalisa peningkatan kapasitas pesan rahasia yang dapat ditambahkan dengan
menggunakan pendekatan metode 2-bit LSB dan juga menganalisa perubahan
kualitas citra stego dengan citra asli dengan menggunakan PSNR (Peak Signal to
Noise Ratio). Penggunaan metode 2-bit LSB mampu meningkatkan kapasitas
pesan rahasia hingga mencapai lebih dari 100 persen ukuran cover image dan juga
masih mampu mempertahankan kualitas citra stego yang dihasilkan, sehingga
keberadaan pesan rahasia pada citra stego masih tetap sulit untuk dideteksi.

Kata kunci : Steganografi, Citra Digital, LSB, Meningkatan Kapasitas Pesan,
PSNR
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ABSTRACT

The rapid development of digital media and its use is high, especially in the world
of communication and information technology lead to greater demands for
creating an information delivery mechanism or technique that guaranteed security
and confidentiality. One way is to steganography. Steganography is a method
used to insert an object into the confidential information or other media. With the
use of steganographic techniques, such that the hidden information is not known
to exist, which is known as information hiding. The use of steganographic
techniques in digital image can affect image quality by producing little or a lot of
changes contained in the digital image depends on the method used, the research
and writing of this thesis that the method used to conceal the secret message in a
digital image is LSB (Least Significant Bit) . LSB method is the method most
frequently and commonly used in digital image because its use is easy, fast and
confidential information are also able to accommodate large numbers. This thesis
aims to analyze the capacity building secret message can be added by using the
approach of 2-bit LSB method and also analyzes the changes in the quality of the
stego image with the original image by using PSNR (Peak Signal to Noise Ratio).
The use of 2-bit LSB method can improve the capacity of secret messages to more
than 100 percent of the size of the cover image and is still able to maintain the
quality of the resulting stego image, so that the existence of secret message in the
stego image still remains difficult to detect.

Keyword : Steganography, Digital Image, LSB, Increasing Message Capacity,
PSNR
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