
 
 

PENGAMANAN AKSES SITUS INTERNET BANKING 

DENGAN METODE BLACK BOX PENETRATION TESTING : 

STUDI KASUS SITUS INTERNET BANKING DI INDONESIA 

 

TESIS 

 

 

 

Oleh: 

Novian Nur Cahya 

1011600374 

 

 

PROGRAM STUDI : MAGISTER ILMU KOMPUTER 

PROGRAM PASCASARJANA 

UNIVERSITAS BUDI LUHUR 

 

 

JAKARTA 

2013 

Perpustakaan Universitas Budi Luhur



 
 

PENGAMANAN AKSES SITUS INTERNET BANKING 

DENGAN METODE BLACK BOX PENETRATION TESTING : 

STUDI KASUS SITUS INTERNET BANKING DI INDONESIA 

 

 

TESIS 

 

 

Diajukan untuk memenuhi salah satu persyaratan 

memperoleh gelar Magister Ilmu Komputer (MKom) 

  

 

 
 

 

Oleh: 

Novian Nur Cahya 

1011600374 

 

 

PROGRAM STUDI : MAGISTER ILMU KOMPUTER 

PROGRAM PASCASARJANA 

UNIVERSITAS BUDI LUHUR 

 

 

JAKARTA 

2013 

Perpustakaan Universitas Budi Luhur



Perpustakaan Universitas Budi Luhur



Perpustakaan Universitas Budi Luhur



i 

 

ABSTRAK 

 

Transaksi perbankan berbasis elektronis, termasuk internet merupakan salah satu 

bentuk pengembangan penyediaan jasa layanan bank yang memberikan peluang 

usaha baru bagi bank yang berakibat kepada perubahan strategi usaha perbankan, 

dari berbasis manusia (tradisional) menjadi berbasis teknologi informasi, yang 

dapat memberi nilai lebih di sisi efisiensi bagi bank dan praktis bagi 

nasabah.Seiring dengan meningkatnya pemanfaatan internet banking, akan 

semakin banyak pihak-pihak yang mencari kelemahan sistem internet banking 

yang ada.Metode Black Box Penetration Testing merupakan salah satu metode 

yang dapat digunakan untuk menguji keamanan sistem informasi, khususnya pada 

layanan internet banking. Hasil akhir penelitian menunjukkan bahwa masih 

terdapat celah keamanan pada situs internet banking aktif yang ada di Indonesia. 

Sehingga perlu dilakukan upaya peningkatan keamanan (hardening) berdasarkan 

jenis celah yang diketahui, guna kelangsungan proses bisnis di institusi 

perbankan. 

 

Kata kunci :  transaksi perbankan, internet banking, celah keamanan, penetration 

testing, hardening 
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ABSTRACT 

 

Electronics banking transactions, including the internet banking is a form of 

service delivery development from banks that provide a new business 

opportunities for banks which resulted in a change in the banking business 

strategy, from human-based (traditional) to be based on information technology, 

which can provide more value in the efficiency for banks and effectiveness for 

customers. Along with the increasing use of internet banking, it willbe more of 

those who find the weaknesses of existing internet banking system. Black Box 

Penetration Testing method is one method that can be used to test the security of 

information systems, especially in the internet banking service. The final results 

showed that there are security holes in the internet banking site in Indonesia. In 

conclusion, it is necessary efforts to improve security (hardening) by type of gap 

is known, for the continuity of business processes in banking institutions. 

 

Keywords :  banking transaction, internet banking, penetration testing, hardening 
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