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ABSTRACT 

 

 

The research discussed today is about steganography, Reviewed steganographic 

techniques there are various, but most are of such techniques have not yet inserted 

a large file and is given the security system of encryption techniques, then in this 

study will propose steganographic techniques by the method of least significant bit 

( LSB ), but as the cover to do the interpolation process beforehand, so as to insert 

large amounts of data and are given security encryption techniques advanced 

encryption standard ( AES ) as double security. Contributions given to research is 

the application of double security and the level of accuracy of the data capacity of 

the image bigger secret without affecting the quality of the original image 

imperceptibility stegoimage, but studies have not considered the estimated speed of 

the process, the success of steganography and encryption techniques can be used 

for embedding files doc, docx, pdf and compress files and zip winrar. PSNR 

accuracy rate is still below 40dB , the accuracy of the average PSNR a maximum 

of up to 38 dB with an average MSE 1.02 s / d 7.42 

 

Keywords: Steganography, Least Significant Bit (LSB), Interpolation, 

cryptography, advanced encryption standard (AES), stego image, file 

embedding, encryption, decryption, double scurity, imperceptibility 

image.scret stego data. compress files 
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ABSTRAK 

 

 

 

Penelitian yang dibahas sekarang adalah tentang steganografi, pada teknik 

steganografi ada berbagai macam, namun kebanyakan yang dari teknik tersebut 

belum menyisipkan file yang besar dan di berikan sistem security dari teknik 

enkripsi, maka pada penelitian ini akan mengusulkan teknik steganografi dengan 

metode least significant bit (LSB), namun sebagai covernya dilakukan proses 

interpolasi terlebih dahulu sehingga dapat menyisipkan data yang besar dan 

diberikan enkripsi dengan teknik security advanced encryption standard (AES) 

sebagai keamanan ganda. Kontribusi yang diberikan pada penelitian yaitu 

penerapan double security dan tingkat akurasi daya tampung image terhadap data 

secret lebih besar tanpa mempengaruhi kualitas imperceptibility stegoimage 

terhadap image asalnya, namun penelitian belum mempertimbangkan estimasi 

kecepatan proses, keberhasilan teknik steganografi dan enkripsi dapat digunakan 

untuk embedding file doc, docx, pdf dan kompres file winrar dan zip dengan tingkat 

akurasi PSNR masih dibawah 40dB, yaitu akurasi PSNR rata-rata maksimal hanya 

mencapai 38 dB dengan MSE rata-rata 1,02 s/d 7,42 

 

Kata Kunci: Steganografi, Least Significant Bit (LSB), Interpolasi, kriptografi, 

advanced encryption standard (AES), stego image, embedding file,  

enkripsi, dekripsi, double scurity, imperceptibility stegoimage. scret 

data. kompres file. 
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