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ABSTRAK

Masalah keamanan komputer merupakan sesuatu yang sangat penting. Keamanan
merupakan bentuk tindakan untuk mempertahankan sesuatu hal dari berbagai
macam gangguan dan ancaman. Keamanan komputer yang menjadi sorotan bukan
hanya dari perangkat komputernya saja, namun juga dari keamanan
datanya.Keamanan data sangat dibutuhkan agar data tidak jatuh ke tangan orang
yang tidak berhak atas data tersebut dan untuk menghindari perubahan data
tersebut oleh pihak lain.Salah satu cara untuk mengamankan data adalah dengan
menggunakan kriptografi.Kriptografi merupakan ilmu dan sekaligus seni untuk
mengamankan data yang didalamnyaterdapat algoritma tertentu yang bertujuan
sebagai confusion atau pembingungan, dengan cara mengubah teks polos
(plaintext) menjadi teks yang tidak bisa dibaca artinya secara langsung oleh
manusia (ciphertext).Proses mengubah dari plaintext menjadi ciphertext disebut
enkripsi sedangkan proses mengubah dari ciphertext menjadi plaintext disebut
dekripsi. Sudah banyakdikembangkan algoritma kriptografi. Semakin rumit
algoritma kriptografinya, semakin sulit pula ciphertext dapat di baca artinya
(kerahasiaan lebih terjamin). Algoritma kriptografi yang digunakan dalam
penelitian ini adalah algoritma RSA dengan pengembangan atau modifikasi.
Algoritma RSA termasuk dalam algoritma kriptografi asimetris yang mempunyai
dua kunci, yaitu kunci publik (public key) dan kunci pribadi (private key). Sampai
saat ini, algoritma kriptografi RSA merupakan salah satu algoritma yang paling
maju  dalam  bidang  kriptografi dan  banyak  digunakan karena
kehandalannya.Dalam tesis ini membahas tentang model modifikasi kriptografi
algoritma RSA untuk keamanan data pada database e-votingdan metode penelitian
yang digunakan adalah metode penelitian eksperimen serta metode pengujian
sistem yang digunakan adalah metode black box untuk pengujian validasi dan
metode eksperimen untuk pengujian kualitas.Hasil dari penelitian tersebut dapat
membantu menjaga dan meningkatkan kerahasiaan dan keamanan data pada
databaseterutama database e-voting, sehingga data pada database tersebut tidak

akan dapat terbaca secara langsung (karena telah dienkripsi) tanpa melalui proses
dekripsi.

Kata Kunci : Keamanan Komputer, Keamanan Data, Kriptografi, Plaintext,
Ciphertext, Enkripsi, Dekripsi, Algoritma RSA, Kunci Publik
(Public Key), Kunci Pribadi (Private Key).
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ABSTRACT

Computer security problem is a very important thing. Security is an action to
defend something from any destruction and threat. Computer security not only
focus on computer equipment but also focus on data security. Data security is
needed for protect the data from the other people who doesn’t has authority and
avoid data transformation by other people. One of the method to protect data is
using cryptography. Cryptography is a knowledge and also an art to protect data
which is has a specific algorithm to intend as confusion, by change the plaintext
into a text that can’t be read the meaning by other people directly (ciphertext).
The changing process from plaintext to ciphertext is called encryption whereas
the changing process from ciphertext to plaintext is called decryption. It’s already
a lot cryptography algorithm development. The more complex it’s cryptography
algorithm, make it (ciphertext) more difficult to read the meaning (the
confidentiality more guaranted). Cryptography algorithm that used in this
research is RSA algorithm with development or modification. The RSA algorithm
is include in asymmetric cryptography algorithm that have two keys, i.e. public
key and private key. Until now RSA cryptography algorithm is one of the most
advanced algorithm in cryptography and most used because it’s reliability. This
graduate thesis discuss about RSA cryptography algorithm modification model for
data security at e-voting database and the research method that used is
experiment research method and system examination method that used is black
box method for validation examination and experiment method for quality
examination. The result from this research to help user protect their data and
improve confidential and data security especially e-voting database, so the data at
database can’t be read directly (because already encrypted) without decryption
process.

Keywords  : Computer Security, Data Security, Cryptography, Plaintext,

Ciphertext, Encryption, Decryption, RSA Algorithm, Public Key,
Private Key.
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