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ABSTRAK 

Data anggaran Negara merupakan salah satu dokumen rahasia pada suatu 

kementerian lembaga pemerintahan di indonesia. Didalamnya terdapat berbagai 

informasi penting tentang suatu anggaran masing-masing kementrian lembaga 

tersebut. data anggaran yang selesai diolah disimpan dalam bentuk Portable 

Document Format. Penyimpanan dokumen anggaran ini disimpan didalam hardisk 

staf anggaran dan Compact Disk, tetapi bukan tidak mungkin suatu saat akan terjadi 

kehilangan data atau data dibaca oleh orang yang tidak berhak. Untuk mengatasinya 

perlu dibuatkan sistem untuk mengamankan dan menjaga keaslian file tersebut, 

yaitu dengan menggunakan teknik enkripsi. Pada penelitian ini, digunakan metode 

enkripsi simetris dan asimetris dalam pengamanan file PDF. Untuk enkripsi 

simetris menggunakan Advanced Encryption Standart dan untuk enkripsi asimetris 

meggunakan Rivest Samir Adlemann. Untuk menjaga keaslian file PDF, perlu 

menggunakan teknik hash atau enkripsi satu arah yaitu dengan menggunakan 

Message Digest 5, sehingga menghasilkan Prototype sistem Hybrid Cryptosystem 

untuk enkripsi dan dekripsi file PDF. Hasil dari penelitan yang telah dilakukan 

terhadap aplikasi ini, dokumen anggaran disetiap kementrian dan lembaga menjadi 

aman, tidak terbaca dan terjaga keasliannya oleh orang-orang yang tidak 

bertanggung jawab. 

 

Kata Kunci : Enkripsi, RSA, AES, MD5, Asimetris, Simetris.  
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ABSTRACT 

State budget data is one of the secret documents on a ministry of government 

agencies in Indonesia. In which there are a variety of important information about 

the budget of each ministry institutions. Complete budget data processed are stored 

in Portable Document Format. This budget document storage is stored in the hard 

drive and Compact Disk budget staff, but it is not impossible that one day there will 

be loss of data or data read by unauthorized people. To fix the system needs to be 

made to secure and maintain the authenticity of the file, ie using encryption 

techniques. In this study, use symmetric and asymmetric encryption methods in 

securing PDF files. For symmetric encryption using the Advanced Encryption 

Standard and receipts for asymmetric encryption Samir Adlemann Rivest. To 

maintain the authenticity of a PDF file, it is necessary to use a hash or encryption 

technique one way is by using the Message Digest 5, resulting in a Prototype Hybrid 

Cryptosystem system to encrypt and decrypt PDF files. The results of the research 

that has been conducted on this application, the budget documents in each ministry 

and agency to be safe, and secure authenticated unreadable by people who are not 

responsible. 
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BAB I  

PENDAHULUAN  

 

1.1 Latar Belakang 

Perkembangan teknologi saat ini semakin cepat. Tidak terkecuali pada 

perangkat seperti komputer, mobile device, semua dapat dimanfatkan sebagai 

media untuk berkomunikasi, baik komunikasi personal maupun perusahaan, baik 

surat menyurat elektronik maupun dokumen elektronik. Dengan adanya dokumen 

elektronik, maka dibutuhkan juga media penyimpanan elektronik sebagai sarana 

penampungan data elektronik, baik data biasa maupun yang bersifat rahasia. Media 

penyimpanan elektronik tersebut antara lain harddisk, flashdisk, CD, memory card 

dan masih banyak media penyimpanan lain yang bisa digunakan. Tentu saja data 

yang tersimpan pada media penyimpanan tidak bisa dikatakan seluruhnya aman. 

Media tersebut bisa saja hilang atau dicuri orang lain, dan mungkin bisa dapat 

disalahgunakan oleh orang lain, apalagi yang menyangkut data rahasia. 

Data anggaran Negara merupakan salah satu dokumen rahasia pada suatu 

kementrian lembaga pemerintahaan. Didalamnya terdapat berbagai informasi yang 

penting tentang suatu anggaran setiap satuan kerja yang terdapat disetiap 

kementrian lembaga tersebut. Data anggaran yang selesai diolah disimpan dalam 

sebuah file yang berekstensi Portable Document Format atau disebut PDF, 

kemudian data tersebut disimpan di harddisk dan CD. Media penyimpanan ini 

disimpan di dalam komputer staf  yang bertugas menyusun anggaran Negara 

kementrian lembaga. Tentu saja penyimpanan ini memliki resiko yang cukup 

tinggi. Harddisk komputer bisa saja dicuri, dan data yang tersimpan didalamnya 

dapat dengan mudah dibaca akhirnya dapat disalahgunakan oleh orang yang tidak 

berhak. Sebagai dokumen rahasia tentu sudah seharusnya disimpan dengan metode 

penyimpanan yang aman.  
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