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ABSTRAK 

 

 

Perkembangan teknologi komputer yang semakin pesat menjadikan komputer 

banyak dijumpai mulai dari instansi pemerintahan, perumahan, sekolah-sekolah, 

warung internet, rumah tangga, bahkan personal atau yang disebut dengan laptop 

menjadikan komputer sebagai kebutuhan untuk semua kalangan. Pekerjaan-

pekerjaan yang dahulunya manualpun kini mulai banyak yang terkomputerisasi 

mulai dari pekerjaan rumah dari sekolah hingga perusahaan-perusahaan bertaraf 

internasional dan semua pekerjaan-pekerjaan itu adalah sebuah informasi penting. 

Layaknya informasi penting, sistem pengamanan adalah bagian krusial dari suatu 

aplikasi komputer dan salah satu cara untuk melindungi data kita dari pihak-pihak 

tidak bertanggung jawab adalah dengan melakukan kriptografi seperti yang akan 

penyusun pakai yaitu menggunakan algoritma blowfish. Blowfish atau 

OpenPGP.Cipher.4 merupakan enkripsi yang termasuk dalam golongan 

Symmetric Cryptosystem, metode enkripsinya mirip dengan Data Enkripsi Standar 

(DES-like-Cipher).  Dibuat untuk digunakan pada komputer yang mempunyai 

microprossesor besar (32-bit keatas dengan cache data yang besar).  Blowfish 

dikembangkan untuk memenuhi kriteria desain yang cepat dalam 

implementasinya dimana pada keadaan optimal dapat mencapai 26 clock cycle 

perbyte, kompak dimana dapat berjalan pada memori kurang dari 5 KB, sederhana 

dalam algoritmanya sehingga mudah diketahui kesalahannya, dan keamanan yang 

variable dimana panjang kunci bervariasi (minimum 32 bit, maksimum 448 bit, 

Multiple 8 bit, default 128 bit). 

      

 

Kata kunci: kriptografi, key simetrik, algoritma blowfish, enkripsi, dekripsi    
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ABSTRACT 

 

 

 

The development of computer technology that makes computers much more rapidly 

found from government agencies, housing, schools, internet cafes , household , personal 

or even called to make a laptop computer as a requirement for all circles . The works 

were formerly manual now vastly computerized ranging from homework from school to 

international companies and all the jobs it is an important information.  Like the 

important information , the security system is a crucial part of a computer application and 

one way to protect our data from the parties is irresponsible to perform cryptographic 

would like to use that compiler uses blowfish algorithm. Blowfish or OpenPGP.Cipher.4 

is included in the class encryption Symmetric Cryptosystem, the encryption method is 

similar to the Data Encryption Standard ( DES - like - Cipher ). Created for use on 

computers that have a large microprossesor ( 32 - bit or more with large data caches ) . 

Blowfish was developed to meet the design criteria allows the implementation where the 

optimal state can reach 26 clock cycles perbyte compact, which can run on less than 5 KB 

of memory , the simple algorithm so easy to determine guilt, and the security which the 

variable key length varies    (minimum 32 bits, 448 bits maximum, Multiple 8 bits, 128 

bits default). 

 

     

Key words : cryptography,symmetric key, blowfish algorithm, encryption, decryption 
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