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ABSTRAK 

Seiring dengan perkembangan teknologi, perguruan tinggi maupun universitas 
sudah memiliki sistem informasi akademik. Pada saat ini pengembangan aplikasi 
yang ditanamkan pada mobile device memungkinkan untuk dilakukan. Dengan 
teknologi web serviceyang memiliki kemampuan untuk pertukaran data 
antarplatformyang berbeda, baik perbedaan dari segi bahasa pemrograman maupun 
sistem operasi yang digunakan. Akan tetapi ditribusi data dengan teknologi web 
servicerentan terhadap penyadapan atau pencurian data,serta manipulasi data oleh 
pihak yang tidak berhak. Oleh karena itu, dibutuhkan suatu cara untuk 
mengamankan distribusi data pada web service agar data atau informasi tidak dapat 
dibaca oleh orang yang tidak berhak dan agar dapat diketahui jika data sudah 
dimanipulasi atau mengalami perubahan.Berdasarkan permasalahan di atas, 
penelitian ini membahas tentang teknik kriptografi dan tanda tangan digital (Digital 
Signature) untuk kemanan data atau informasi. Adapun algoritma kriptografi yang 
di gunakan adalah RSA (Rivest Shamir Adleman) dan Fungsi Hash MD5. Pada 
penelitian keamanan data pada web serviceyang telah diimplementasikan, hasil 
pengujian kualitas perangkat lunak dengan model ISO 9126, yang 
meliputifunctionality, reliability, usability, dan efficiency menunjukkan kriteria 
sangat baik berdasarkan kuesioner yang telah diisi oleh responden. Sedangkan pada 
pengujian black-box testing kinerja web service berjalan dengan baik sesuai dengan 
hasil yang diharapkan. 
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ABSTRACT 

Along with the development of technology, colleges and universities already have 
academic information system. At this time the development of applications that are 
embedded on a mobile device allows to do. With web services technology that has 
the ability to exchange data between different platforms, both in terms of 
differences in programming language or operating system used. However, the 
distribution of the data with web service technologies are vulnerable to 
eavesdropping or theft of data, as well as the manipulation of data by unauthorized 
parties. Accordingly, we need a way to secure the distribution of the data on a web 
service so that the data or information can not be read by unauthorized people, and 
it can be seen if the data has been manipulated or changed. based on the above 
problems, this study discusses the cryptographic techniques and digital signatures 
for security of data or information. The cryptographic algorithms used are the RSA 
(Rivest Shamir Adleman) and MD5 Hash Functions. In the study of data security in 
the web service that has been implemented, the results of testing the quality of the 
software by the ISO 9126 models, which include functionality, reliability, usability, 
and efficiency showed excellent criterion by respondents completed questionnaires. 
While the black-box testing of web service performance testing goes well in 
accordance with the expected results. 
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