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ABSTRAK 

Bank Soal Ujian Akhir Semester merupakan salah satu dokumen elektronik 
rahasia dari Fakultas Teknologi Informasi Universitas Budi Luhur. Sebagai 
dokumen rahasia tentu sudah seharusnya disimpan dengan metode penyimpanan 
yang aman. Penyimpanan soal-soal ujian dalam harddisk komputer selama ini 
dianggap relatif aman, tetapi bukan tidak mungkin suatu saat akan terjadi 
kehilangan data ataupun terbaca oleh orang yang tidak berhak. Untuk 
mengantisipasi agar data tidak terbaca oleh orang yang tidak berhak, maka perlu 
dibuat sistem yang dapat mengamankan data soal-soal ujian. Salah satu sistem 
pengamanan untuk mengamankan data soal-soal ujian adalah dengan 
menggunakan teknik steganografi, yaitu menyisipkan file soal-soal ujian ke dalam 
cover image. Pada penelitian ini, digunakan steganografi dengan metode Least 
Significant Bit (LSB). Untuk memperkecil ukuran file soal sebelum disisipkan ke 
dalam cover image, perlu digunakan teknik kompresi data. Untuk menjaga 
keabsahan file stego image, maka perlu ditambahkan teknik error detection yang 
dalam hal ini menggunakan hash function. Dengan aplikasi yang dibuat ini, maka 
file bank soal ujian akhir semester dari Fakultas Teknologi Informasi Universitas 
Budi Luhur menjadi aman, tidak terbaca dari orang-orang yang tidak bertanggung 
jawab. 

Kata kunci : Steganografi, LSB, PSNR, Kompresi, Harddisk, Cover Image, Stego 
Image 
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ABSTRACT  

The Bank file of Final Semester Exam Questions is one of the confidential 
electronic document from the Faculty of Information Technology of Budi Luhur 
University. As the confidential document, it should have been kept by the safe 
storage method. The storage of exam questions in the computer hard-disc had 
been considered relatively safe, but it is not impossible that one day there will be 
loss of data or read by unauthorized people. To anticipate that condition, the 
systems that can secure the data of exam questions need to be developed. One of 
the security systems to save the data of exam questions is by using steganography 
technique, which inserts exam question files into the cover image. In this research 
, Steganography with Least Significant Bit method (LSB) was used. To reduce the 
size of exam question file, before being inserted into the cover image, the use of 
data compression technique would be necessary. To maintain the validity of the 
stego image file, the error detection techniques was added, in this case, by using a 
hash function. With this application, then the bank file of the final exam questions 
of the Faculty of Information Technology of Budi Luhur University would be safe, 
and could not be read by the unauthorized or irresponsible people as well. 

   
Keywords : Steganography , LSB , PSNR , Compression , Hard Drive , Cover 
Image , Stego Image 
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