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ABSTRAK 

Keamanan suatu informasi pada era digital ini semakin vital peranannya dalam 
berbagai aspek kehidupan, terutama untuk suatu informasi yang memiliki nilai lebih 
dibandingkan dengan informasi yang lain. Misalnya informasi yang berkaitan dengan 
aspek-aspek keputusan bisnis, keamanan negara, ataupun kepentingan umum. Dalam 
perkembangannya, banyak teknik untuk penyandian pesan mulai dari paling 
sederhana sampai paling rumit dan kompleks. Salah satunya adalah data rahasia 
nasabah perbankan yang ada pada dokumen kredit seperti nama ibu kandung, tanggal 
lahir, jenis dan omset usaha. Salah satu teknik yang digunakan adalah steganography 
dengan metode Least Significant Bit (LSB). Agar keamanannya lebih baik, sebelum 
menjadi stego image dilakukan penambahan XOR Cryptography. Pesan yang terdapat 
pada stego image harus dipastikan tidak rusak sehingga dibutuhkan error detection 
pada proses encoding. Sesuai degan flexibilitas yang diharapkan, implementasi 
steganography diaplikasikan pada smartphone Android sebagai system operasi 
terbesar saat ini. Dengan model system pengamanan ini, keamanan data kredit 
nasabah bisa ditingkatkan dengan proses pengiriman yang lebih cepat dan mudah 
serta bisa dilakukan melalaui perangkat mobile. 
 

Kata kunci: Steganography, Least Signficant Bit (LSB), XOR, Cryptography, Android, 

Mobile, Data Nasabah,PSNR 
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ABSTRACT 

Security information on the digital era it's getting vital roles in various 
aspect of life, especially for any information that have value more than with any 
more information. E.g. information related to the decision, aspects of business the 
country security, or the common good. In its development, many techniques to 
encoding a message from the simplest and most complicated and complex. One of 
them is data secret banking customers existing credit as on a document names of 
biological mothers, date of birth, type and a turnover of the business. One of the 
techniques that we use is steganography with the methods least significant bits 
(LSB). To its security better, before becoming stego image done the addition of 
xor cryptography. A message that are found on stego image must also not broken, 
so it needs error detection to the process of encoding. Based in flexibilitas 
expected, applied to the implementation of steganography smartphone android as 
system of its biggest operation at the moment. With this security system model, the 
customer credit data security can be enhanced with the delivery process quicker 
and easier and can be done through a mobile device. 

Keywords: Steganography, Least Signficant Bit (LSB), XOR, Cryptography, 

Android, Mobile, Debtor Data, PSNR. 
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