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                 KORPS LALU LINTAS POLRI 
BAGIAN TEKNOLOGI INFORMASI DAN KOMUNIKASI 
 

 

 
 
 
 

TERM OF REFERENCE (TOR) 
PEMBICARA PADA KEGIATAN FOCUS GROUP DISCUSSION  

BAG TIK TAHUN 2025 
 

A. Latar Belakang 
 

Perkembangan teknologi informasi yang pesat telah mendorong instansi 

pemerintah untuk mengadopsi sistem digital dalam menjalankan pelayanan publik 

dan tata kelola pemerintahan. Namun, di sisi lain, transformasi digital ini juga 

membuka celah bagi meningkatnya ancaman keamanan siber yang bersifat 

kompleks, terstruktur, dan sering kali sulit dideteksi secara dini. Beberapa insiden 

siber di sektor pemerintahan menunjukkan bahwa kerentanan terhadap serangan 

siber bukan hanya persoalan teknis, melainkan juga menyangkut aspek kebijakan, 

sumber daya manusia, infrastruktur, serta koordinasi lintas lembaga. Oleh karena 

itu, dibutuhkan forum diskusi yang mampu menghimpun pengalaman, strategi, dan 

pendekatan dari berbagai pemangku kepentingan—baik regulator, aparat 

penegak hukum, akademisi, maupun profesional teknologi—untuk membangun 

sistem keamanan siber yang lebih tangguh, adaptif, dan kolaboratif. Focus Group 

Discussion ini diharapkan menjadi wadah strategis untuk mengidentifikasi 

permasalahan aktual, membahas langkah-langkah mitigasi, serta menyusun 

rekomendasi kebijakan yang aplikatif dalam memperkuat ketahanan siber 

nasional, khususnya di lingkungan pemerintahan. 
 

B. Dasar 
 

1. Undang – Undang RI Nomor 2 Tahun 2002 tentang Kepolisian Negara 
Republik Indonesia; 



2. Undang – Undang Nomor 22 Tahun 2009 tentang Lalu Lintas dan Angkutan 
jalan; 

3. Peraturan   Pemerintah   Nomor   50   tahun  2010    tentang  Anggaran 
Penerimaan Negara Bukan Pajak. 
 
 
 

C. Tema 
Tema dalam Focus Group Discussion (FGD) Bag TIK Korlantas Polri T.A. 2025 

adalah: “PERKUATAN SISTEM KEAMANAN SIBER DI LINGKUNGAN 

PEMERINTAH SEBAGAI UPAYA MENGHADAPI ANCAMAN DAN MEMBANGUN 

RESPONS YANG TANGGUH”. 
 

D. Maksud dan Tujuan 
1. Maksud 

Kegiatan ini dimaksudkan sebagai forum strategis untuk mempertemukan 

pemangku kepentingan lintas sektor guna mendiskusikan berbagai isu, 

tantangan dan upaya penguatan sistem keamanan siber di lingkungan 

pemerintah dalam menghadapi ancaman yang semakin kompleks dan 

dinamis. 

2. Tujuan 

a. Menggali informasi, pengalaman, dan pendekatan dari para ahli dan 

praktisi terkait keamanan siber di instansi masing-masing; 

b. Mengidentifikasi ancaman nyata dan kerentanan sistem informasi di 

sektor pemerintahan; 

c. Merumuskan rekomendasi strategis dan arah tindak lanjut yang dapat 

menjadi dasar dalam membangun sistem keamanan siber yang 

tangguh dan kolaboratif antar instansi. 
 

E. Bentuk Kegiatan dan Sasaran 
1. Bentuk Kegiatan 

Kegiatan dilaksanakan dalam bentuk Focus Group Discussion (FGD) yang 
dikemas dalam format diskusi panel dan diskusi kelompok. Narasumber 
akan menyampaikan paparan singkat (10–15 menit) sesuai dengan bidang 
dan pengalaman institusinya, kemudian dilanjutkan dengan sesi tanya jawab 
dan diskusi interaktif bersama peserta. FGD ini difokuskan pada pertukaran 



informasi, pengalaman nyata, dan penyusunan rekomendasi strategis 
secara kolaboratif 
 

2. Sasaran 

a. Memberikan pemahaman yang komprehensif kepada peserta 
mengenai ancaman, tantangan, dan solusi aktual dalam penguatan 
keamanan siber di sektor pemerintahan; 
 

b. Menghimpun pengalaman, studi kasus, dan pendekatan teknis dari 
para narasumber sebagai rujukan bagi peningkatan kapasitas 
keamanan siber di instansi masing-masing; 
 

c. Mendorong lahirnya sinergi dan inisiatif kolaboratif lintas instansi dalam 
membangun sistem pertahanan siber yang responsif, adaptif, dan 
berkelanjutan. 
 

F. Output Yang Diharapkan 
1. Tersusunnya rumusan rekomendasi strategis terkait penguatan sistem 

keamanan siber di lingkungan instansi pemerintah berdasarkan hasil diskusi 
panel dan masukan peserta; 
 

2. Teridentifikasinya berbagai tantangan, ancaman aktual, serta praktik baik 
dari masing-masing instansi sebagai bahan pemetaan kerentanan dan 
solusi yang aplikatif; 

 

3. Terbangunnya kesepahaman awal dan peluang kolaborasi lintas sektor 
dalam membentuk sistem pertahanan siber yang tangguh, adaptif, dan 
responsif terhadap dinamika ancaman. 
 

G. Ruang Lingkup 
Focus Group Discussion (FGD) Bag TIK TA 2025 ini akan membahas tentang 
tantangan nyata dan potensi ancaman keamanan siber yang pernah atau 
berpotensi terjadi dilingkungan instansinya, termasuk strategi, kebijakan, teknologi 
serta mekanisme respon yang telah diterapkan sebagai langkah mitigasi dan 
pemulihan guna membangun sistem kemanan siber Korlantas yang lebih baik. 
 

H. Pelaksanaan 
1. Waktu 

Pelaksanaan Focus Group Discussion (FGD) Bag TIK TA 2025 akan 
dilakukan pada: 
Hari  : Rabu s.d Jumat 
Tanggal  : 6 Agustus s.d 8 Agustus 2025 
Waktu  : 09.00 – 15.00 WIB 



Tempat  : Hotel Harris Kelapa Gading, Jl. Boulevard Raya Blok M, 
Klp. Gading Tim., Kec. Klp. Gading, Jkt Utara, DKI Jakarta 
 

2. Peserta   : Personil Bag TIK Korlantas Polri 
 

I. Keynote Speech 
Kabag TIK Korlantas Polri 
 

J. Narasumber 
1. Prof. Dr. Ir. Arief Wibowo, M.Kom., sebagai Ketua DPW Ikatan Ahli Informatika 

Indonesia (IAII) Nusantara DKI Jakarta & Wakil Rektor Universitas Budi Luhur 
yang dijadwalkan pada sesi ke-1 pada hari Rabu, tanggal 6 Agustus 2025 
pukul 09.00 WIB; 
 

2. Ariyanto Agus Setiawan, sebagai Senior Advisor II Divisi Solution, Delivery & 
Assurance PT. Telkom Indonesia yang dijadwalkan pada sesi ke-1 pada hari 
Rabu, tanggal 6 Agustus 2025 pukul 09.00 WIB; 
 

3. Menhariq Noor, S.Kom., M.T., sebagai Pranata Komputer Ahli Madya, Ketua 
Tim Cyber Drone 9 Ditjen Pengawasan Ruang Digital Kementerian Komidigi 
yang dijadwalkan pada sesi ke-2 pada hari kamis, tanggal 7 Agustus 2025 
pukul 09.30 WIB; 
 

4. Abdul Hanief Amarullah, sebagai Sandiman Ahli Muda pada Direktorat 
Operasi Keamanan Siber yang dijadwalkan pada sesi ke-2 pada hari kamis, 
tanggal 7 Agustus 2025 pukul 09.30 WIB; 

 
 

5. Kompol Jeffrey Bram Pattipeilohy, S.Kom., S.I.K., sebagai Kasubnit 4 Subdit 
2 Dittipidsiber Bareskrim Polri yang dijadwalkan pada sesi ke-2 pada hari 
kamis, tanggal 7 Agustus 2025 pukul 09.30 WIB. 

 

 

K. Penutup 
Demikian Term of Reference (TOR) iini dibuat sebagai pedoman dalam 
pelaksanaan Focus Group Discussion (FGD) Bag TIK TA 2025 dengan tema 
“Perkuatan Sistem Keamanan Siber di Lingkungan Pemerintah sebagai Upaya 
Menghadapi Ancaman dan Membangun Respons yang Tangguh”. 

 
 

Jakarta,         Agustus 2025 
KASUBBAG JARSISTEK BAG TIK KORLANTAS POLRI 

SELAKU 
KETUA PANITIA 

 
 
 

MOCH. RISYA MUSTARIO, S.I.K., M.H. 
AJUNKOMISARIS BESAR POLISI NRP. 77040965 
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KORLANTAS POLRI, Jakarta – Korps Lalu Lintas (Korlantas) Polri menggelar Focus Group Discussion (FGD) Bagian

Teknologi Informasi dan Komunikasi (TIK) 2025 dengan tema “Perkuatan Sistem Keamanan Siber di Lingkungan Pemerintah

sebagai Upaya Menghadapi Ancaman dan Membangun Respon yang Tangguh”, pada Selasa (6/8/2025).

Kegiatan ini bertujuan memperkuat sistem keamanan siber di Korlantas Polri seiring dengan pesatnya transformasi digital

dalam layanan publik. Hadir dalam kegiatan ini berbagai narasumber dari kalangan akademisi, praktisi industri, hingga

regulator.

Dalam sambutannya, Kabag TIK Korlantas Polri Kombes Pol. Siswo Handoyo menyampaikan bahwa pelayanan publik di

bidang lalu lintas seperti Electronic TraXc Law Enforcement (ETLE), SIM online, dan aplikasi layanan masyarakat lainnya

sangat bergantung pada teknologi informasi yang cepat dan aman. Namun, ia mengingatkan bahwa seiring dengan

transformasi digital, potensi ancaman siber pun kian meningkat.

“Sistem yang tidak terlindungi dengan baik dapat menjadi celah bagi peretasan, manipulasi data, hingga gangguan layanan publik yang

krusial,” jelas Kombes Pol. Siswo Handoyo.

Ia juga berharap melalui FGD ini dapat menjadi forum strategis untuk merumuskan standar keamanan siber yang sesuai

dengan karakteristik operasional kepolisian dan lingkungan pemerintahan secara umum.

 0SHARE    
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Sementara itu, Ketua Ikatan Ahli Informatika Indonesia DPW DKI Jakarta Prof. Arief Wibowo, turut memberikan dukungannya

terhadap pelaksanaan FGD ini. Ia menilai kegiatan ini sebagai bentuk kolaborasi yang penting antara akademisi, praktisi, dan

regulator dalam menghadapi tantangan keamanan siber.

“Kami berharap FGD ini melahirkan semangat untuk memperkuat keamanan siber di Korlantas secara profesional dan

kompeten, dengan peningkatan SDM, penguatan anggaran, dan koordinasi antar lembaga yang lebih solid,” ujarnya.

Senior Advisor Telkom Indonesia, Ariyanto Agus Setiawan juga menekankan pentingnya masukan dari industri terkait

roadmap pengembangan keamanan siber.

“Harapannya apa yang kami sampaikan hari ini bisa menjadi masukan dalam pengembangan roadmap security Korlantas

Polri ke depan,” tuturnya.

Ancaman siber seperti ransomware dan pencurian data kini menjadi tantangan serius bagi sistem pemerintahan. Oleh karena

itu, pembentukan tim tanggap insiden (CSIRT), audit keamanan sistem, hingga pemanfaatan kecerdasan buatan (AI) dinilai

perlu untuk mengantisipasi dan menanggulangi potensi serangan.

FGD ini diharapkan menjadi langkah awal bagi Korlantas Polri dalam membangun sistem keamanan siber yang lebih tangguh,

modern, dan terpercaya melalui sinergi lintas sektor.
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